EONX
PROGRAM SUPPLY AGREEMENT

THIS AGREEMENT is made on the3 1day of March 2020 between the parties (“Effective Date”)

("Supplier”) EonX Services Pty. Ltd. (ABN 39 615 958 873) of 1,1183 Toorak Road,
Camberwell VICTORIA 3124
and
(“Client") Name: Smarigroup Benefits Pty Ltd
ABN: 88 119 344 740
Address: Level 8, 133 Castlereagh Street, Sydney NSW 2000
BACKGROUND

A. Supplier provides a branded Loyalty, Rewards, Membership and Payments Software Platform to the
Client and its Client Members (“Program’).

B. Client agrees to subscribe to the Program in accordance with the terms and conditions of this Agreement.
THE PARTIES AGREE as follows:

1. DEFINITIONS AND INTERPRETATION

1.1 Definitions
Definitions In this Agreement, unless the contrary intention appears:

Agreement means the terms and conditions set out in this document including the attached Schedules and
any other annexures or documents incorporated by reference into this document.

Authorised Person means in relation to a Party:

(a) the directors, secretary and any other person appointed to act as an authorised officer of
that party;

(b) the employees of that party or of its Related Body Corporate;
(c) the legal, financial and other advisers of that party; and
(d) the respective officers and employees of those legal, financial and other advisers.

Business Day means a day that is not a Saturday, Sunday or public holiday in the State of Victoria,
Australia.

Client means the Client specified at the commencement of this Agreement.

Client Files means files provided and managed by the Client, setting out the details of their employees,
contractors and/or volunteers for the initial registration as Client Members and for ongoing management of
the Client Member access to the Program.

Client Member means an individual who is a member or customer under the Client's branded Program.

Confidential Information means all Information designated as confidential by the Disclosing Party or is by
its nature confidential which is disclosed to or acquired by the Receiving Party or the Receiving Party’s



Authorised Persons before or after the date of this Agreement, whether verbally, in writing or in electronic or
machine readable form but does not include Information that:

(a) the Receiving Party can prove by contemporaneous written documentation was in the
lawful possession of the Receiving Party before the Disclosing Party had any dealings with
the Receiving Party or was independently generated by the Receiving Party or on its
behalf;

(b) is in the public domain otherwise than as a result of a breach of this agreement or any
other obligation of confidentiality owed to the Disclosing Party; or

(c) was legally and properly obtained by the Receiving Party from any other source without
restriction on further disclosure.

Consequential Loss has the meaning given to it in clause 11.3 of this Agreement.
Disclosing Party means a party who discloses its Confidential Information to the Receiving Party.

Documentation means any user guides or any other materials related to the Program generally made
available by the Supplier to Client.

Effective Date means the date specified at the head of this Agreement on which the Agreement is signed
by the parties.

Fees means the relevant amounts payable by Client as specified in Schedule 1.

Information means information regardless of form relating to or developed in connection with the Disclosing
Party or its business including computer software, financial affairs, projections, forecasts, accounts,
prospects, strategies, business processes and system functionality, business operations, assets, liabilities,
customers, personnel, formulae, contracts, technology, concepts, product and stock and sales information.

Insolvency means in relation fo a body corporate, a liquidation or winding up, the appointment of a
controller, administrator, receiver, manager or similar insolvency administrator to a party or any substantial
part of its assets or the entering into a scheme or arrangement with creditors, or in relation to an individual,
becoming bankrupt or entering into a scheme or arrangement with creditors or, in relation to a body
corporate or an individual, the occurrence of any event that has a substantially similar effect to any of the
above events.

Intellectual Property Rights or IPR means all rights in relation to any trade marks, copyright, data, patents,
patentable inventions and designs, whether existing now or in the future and whether or not registered or
registrable, and includes any rights subsisting in or relating to trade secrets and know how.

Loyalty, Rewards, Membership and Payments Software Platform means the operating digital platform
developed by the Supplier which controls and delivers the Program.

Products means the goods or services provided by Retail Pariners through the Program to Client Members.

Program means the branded Loyalty, Rewards, Membership and Payment Software Platform and
associated services specified in the Agreement which is licensed and supplied to the Client.

Program Commencement Date means the date specified in Schedule 1, which outlines the date that the
Term commences.

Program Terms and Conditions means the terms and conditions which form part of this Agreement and
relate to the use of the Program by Client and the Client's Members, and which are specified in Schedule 3.

Receiving Party means a party who receives the Confidential Information from or on behalf of the
Disclosing Party.

Rebate means the value payable to the Client, whether as Retail Rebate or Concierge Rebate, as specified
in Schedule 1.

Related Body Corporate has the same meaning as defined in the Corporations Act 2001 (Cth).



Retail Partner means the issuer of offers, Products or Rewards, made available to the Supplier through the
Program, for redemption by the Client and Client Members.

Reward means Store Cards, Products or any other services which can be redeemed by Client Member as
part of the Program.

Store Cards means stored value cards, reward cards, gift cards or any other physical or digital cards issued
by the Retail Partner, and supplied by the Supplier for the Program.

Term means the period in which the Program is licenced to the Client from the Program Commencement
Date, as specified in Schedule 1 of this Agreement.

1.2 Interpretation

In this agreement, headings are inserted for convenience only and do not affect the interpretation of this
agreement, and unless the context otherwise requires:

(a) words importing the singular include the plural and vice versa;

(b) words importing a gender include the other genders;

(c) if wor@s or phrases are defined, their other grammatical forms have a corresponding
meaning;

(d) a reference to:
(i) a person includes an individual, a partnership, a body corporate, a joint venture,

an association (whether incorporated or not), a government and a government
authority or agency;

(i) a party includes the party’s executors, legal personal representatives,
successors, transferees and assigns;

(iii) unless indicated otherwise, “$" or dollars means Australian dollars and a
reference to payment means payment in Australian dollars;

(iv) legislation includes any statutory modification or replacement and any
subordinate or delegated legislation issued under that legislation; and

(v) a law includes any statute, regulation, by-law, scheme, determination,
ordinance, rule or other statutory provision (whether Commonwealth, State or
municipal); and

(e) if the day on or by which something must be done is not a Business Day, that thing must
be done on the next Business Day.

2. LICENCE RIGHTS
21 The Supplier grants to the Client a fully paid-up, non-exclusive, non-transferable license (except as

permitted in this Agreement) for the Term, to allow the Client and its Client Members to access and
use the Program as a service over the public internet, subject to the following conditions:

(a) the Client pays all Fees due and payable to the Supplier;
(b) the Client must comply at all times with the terms and conditions of this Agreement;
(c) the Client must comply and must take all reasonable steps to ensure that the Client

Members at all times comply, with the Program Terms and Conditions. For the avoidance
of doubt, in the event of inconsistency between this Agreement and the Program Terms
and Conditions, the Client will comply with the terms of this Agreement;

(d) the Client shall use the Program in accordance with any Documentation provided by the
Supplier in conjunction with the Program;



(e) in relation to the Supplier's Intellectual Property Rights:
i.  the Client shall not reverse engineer, decompile, translate, disassemble or attempt
to discover any source code or algorithms of the Program or any other software
forming part of the Program;

i.  the Client shall not create any derivative works based on the Program or any other
software forming part of the Program;

ii.  other than making the Program available for use by its Client Members in
accordance with this Agreement, the Client shall not transfer, sell, lease, lend,
disclose, or use for service bureau purposes the Loyalty and Rewards Software
Platform or any other software forming part of the Program;

iv. the Client shall not remove or medify any Program trade marks, markings or any
other notice of the Supplier's proprietary rights on the Program and or any related
Documentation; and

. the Client shall not access, scrape, copy, monitor or use any portion of the Program
or any materials or other content on the Application by using any robot, "bot,"
spider, web crawler or other similar automatic device.

22 Except for the rights expressly granted in this Agreement or the applicable Program, the Supplier
does not license or transfer to Client or Client Members any of the Supplier's technology or other
Intellectual Property Rights.

2.3 Supplier reserves all Intellectual Property Rights in the Program, the Loyalty and Rewards Software
Platform or any other software forming part of the Program not specifically granted in this Agreement.

2.4 The Supplier cannot make any material amendments to the Program Terms and Conditions without
written consent of the Client

3. OBLIGATIONS
31 Obligations of Supplier
During the period of this Agreement, the Supplier shall perform the following obligations:

3.1.1 During the Term and any Renewal Terms, in the provision of the Program to the Client, the Supplier
shall provide the following services to the Client and Client Members:

(a) secure access to a branded Program;

(b) support and assistance in connection with the supply of the Program through access to a
1300 telephone number and an email address to be made available for Client Members'
enquiries; and

(c) responding to Client enquiries in a reasonable timeframe for issues pertaining to the
Program.

3.1.2  The Supplier shall pay Rebates to the Client as stipulated in Schedule 1.
3.1.3  The Supplier must:
(a) comply with all applicable laws and with the terms of this Agreement, including the SLAs;

(b) comply with the security requirements in the Information Protection Addendum to this
Agreement; and

(c) at all times hold any licences, permits and authorisations required to be held by it to
perform its obligations under this Agreement.



3.1.4

3.2.

4.1

5.1

The Supplier shall be liable for any breaches of the terms of this Agreement by any of its personnel
or contractors.

The Supplier must ensure that:

(a)
(b)

the Program has the ability for the Client to upload and delete the Client File; and

the details of the Members are promptly and accurately updated by the system supporting
the Program, on the provision that the Client has correctly and successfully uploaded the
Client File.

Obligations of Client

During the period of this Agreement, the Client shall perform the following obligations:

(a)

(b)

(c)

(d)

(e)

()

TERM

Arrange for the provision to the Supplier all relevant Client Member information which is
necessary for the Supplier to identify the Client's Member in order to deliver and manage
the Program in accordance with this Agreement.

The Client shall take all reasonable steps to ensure that the Client Members comply at all
times with the Program Terms and Conditions.

The Client indemnifies the Supplier, for any loss, damage, claim, fees, chargeback,
demand and expense suffered or incurred by the Supplier as a result of a breach of the
Program Terms and Conditions by a Client Member, and for any misuse, misconduct and
fraudulent activity on the part of the Client and or any Client Member, in relation to the
Program, except to the extent the Supplier's failure to comply with its obligations in clause
3.1.5 contributed to such loss, damage, claim, fees, chargeback, demand and expense.

The Client indemnifies the Supplier for any loss, damage, claim, or expense suffered or
incurred by the Supplier arising or in relation to a breach by the Client of clause 2.1(e) of
this Agreement or a breach any Intellectual Property Rights of any third party by the Client
in connection with this Agreement that gives rise to a claim against the Supplier (Third
Party Claim), provided that:

(i) the Supplier notifies the Client within five (5) Business Days of receiving notice of
such Third Party Claim;

(ii) the Client provides all reasonable assistance to the Supplier in the defence or
settlement of the Third Party Claim; and

(iii) the Client or Client Members have not caused or contributed to the breach that
has given rise to the Third Party Claim.

The Client must seek written approval and signoff, which shall not be unreasonably
withheld or delayed by Supplier, for any use of Supplier's or Supplier's Retail Partner
logos, trade marks, offers or marketing material when used in relation to the Program.

The Client shall be liable to the Supplier for any breaches of the terms of this Agreement
by any of the Client's Members, personnel or contractors.

This Agreement commences on the date that it is signed by the parties (“Effective Date”) and shall
continue for the Term specified in Schedule1, unless it is terminated earlier in accordance with the
terms of this Agreement.

FEES AND PAYMENTS

The Client agrees to pay the Fees and any outstanding monies by Electronic Funds Transfer within
thirty (30) days from the date of properly rendered invoice supplied by the Supplier.



52

5.3

54

55

6.1

6.2

6.2A.

6.3

6.4

The Client acknowledges and agrees that any mailing costs, card transaction costs or card
processing fees associated with delivering Store Cards or Products from Supplier to Client or Client
Members, shall be borne by Client and/or the Client's Members, and the Supplier must ensure that
Client Members are made aware of this at time of online checkout from the Program website or
application or upon receipt of an issued invoice by the Supplier.

The Supplier has the right to temporarily disable or suspend the Program if the Client fails to pay any
Fees that are owed to the Supplier in accordance with this Agreement, if the Client fails to pay such
overdue Fees within 7 days of receipt of notice of the owing Fees from the Supplier.

Client specific technical requirements that fall outside the Program may be supplied by the Supplier
for additional fees, once scoped and agreed upon by the parties.

Chargeback fees will be payable by the Client at a rate of $35.00 per chargeback dispute, except
where the outcome of the dispute is an established valid incorrect charge in which case no
chargeback fee will be payable by the Client.

INTELLECTUAL PROPERTY

Supplier shall own or be the licensor of the Intellectual Property Rights comprised in or relating to the
Program including but not limited to the Program, the Documentation and any other proprietary
materials supplied by the Supplier in connection with this Agreement.

The Supplier indemnifies the Client in respect of any breach of any Intellectual Property Rights of
any third party that gives rise to a claim against the Client or the Client Member (IP Claim) provided
that:

(a) the Client notifies the Supplier within five (5) Business Days of such IP Claim;

(b) the Client provides all reasonable assistance to the Supplier in the defence or settlement
of the IP Claim; and

(c) the Client or Client Members have not caused or contributed to the breach that has given
rise to the Third Party Claim.

If the Supplier becomes aware that an |P Claim appears likely, then the Supplier must either:

(a) modify Program, the Documentation and any other proprietary materials;
(b) procure any necessary license; or
(c) replace the Program, the Documentation and any other proprietary materials with the

relevant material that is at least functionally equivalent.

If none of the alternatives in (a) to (c) above is reasonably available, then the Supplier must promptly
notify the client accordingly and the Client may terminate this agreement immediately on receipt of
such notice, without prejudice to any other rights and remedies the Client may have under this
Agreement or law.

The Supplier owns all Intellectual Property Rights in any Program developments, software or any
other outputs modified or created in the provision of the Program for the Client and Client Members.
If necessary, the Client will do all that is required to vest or transfer ownership of such Intellectual
Property Rights upon creation to the Supplier including executing, or procuring execution of, such
assignment or novation agreements and any other documents as may be reasonably necessary to
achieve the objectives of this clause 6.3.

Except as otherwise expressly provided in this Agreement:
(a) neither party shall use the name, logo, business name, trade mark or any other

Intellectual Property Rights of the other party in any manner without its prior written
consent;



7.1

7.2

7.3

82

(b) the Client and Client Members will not accrue any right to own or use the Supplier's
Intellectual Property Rights as a result of entering into this Agreement.

WARRANTIES

Each party warrants to the other that:

(a) it has full corporate authority or statutory power, as the case may be, and lawful authority,
to execute and deliver this Agreement and to perform or cause to be performed its
obligations under this Agreement;

(b) this Agreement constitutes a full and binding legal obligation upon it;

(c) this Agreement does not conflict with, or result in the breach of or default under, any
agreement or deed or any writ order or injunction, rule, judgment, law, or regulation to
which it is a party or is subject or by which it is bound; and

(d) to the best of its knowledge and belief, there are no actions claims proceedings or

investigations pending or threatened against it, which may have a material effect upon the
subject matter of this Agreement.

The Supplier warrants that the Program supplied will materially comply with the Documentation.

The Supplier makes no representations or warranties and shall in no way be liable whatsoever in
relation to any third party products, Store Cards or other Rewards supplied to the Client or Client
Members under the Program.

CONFIDENTIALITY
Each Party must:

(a) not disclose or use any Confidential Information received from the other Party pursuant to
this Agreement except as set out herein;

(b) only disclose Confidential Information;

(i) to an Authorised Person where the Authorised Person has a need to know and
after the Receiving Party has made the Authorised Person fully aware of the
confidential nature of the Confidential Information;

(ii) with the prior written consent of the Disclosing Party;

(iii) as contemplated in this Agreement for the purpose of supply of services or other
Intellectual Property Rights by the Supplier;

(iv) as required by law, provided that the Receiving Party must give the Disclosing
Party reasonable prior notice of the proposed disclosure; or

(v) as required by applicable rule of the Australian Stock Exchange, provided that

the Receiving Party must give the Disclosing Party reasonable prior notice of the
proposed disclosure.

The confidentiality obligations in this clause shall not apply to any information which:

(a) becomes generally known to the public, other than by reason of any wilful or negligent act
or omission of the Receiving Party;

(b) is at the time of disclosure, legally in the possession of the Receiving Party without any
obligation of confidentiality; or

(c) is required to be disclosed pursuant to any applicable court, governmental orders or other
legal requirement or legal process, applicable rules of the Australian Stock Exchange.



9.1A

9.2

9.3

9.4

9.5

9.6

10.

10.1

10.2

PRIVACY

Each party will meet their respective obligations under the Privacy Act 1988 (Cth) (*Privacy Act’), as
amended or replaced from time to time, in respect of any Personal Information that is provided to or
accessed by the party in connection with the party's performance of the Agreement. In this clause
Personal Information has the same meaning as that given to it under the Privacy Act.

Without limiting the Suppliers obligations under clause 8.1, the Supplier must comply with its
obligations under the Information Protection Addendum in Schedule 5 of this Agreement.

In addition to clause 9.1, the Supplier will manage any Personal Information it receives from the Client
in accordance with the Supplier's Privacy Policy set out in Schedule 4 and as amended from time to
time, except that at no time may the Supplier disclose store or transfer Personal Information it
accesses in connection with this agreement outside of Australia, regardless of the terms of its Privacy
Policy.

Each party must also:

(a) except as required by law, only process, use or disclose Personal Information obtained
from the other party in the course of this Agreement as required for the purpose of
fulfilling its specific functions, activities and obligations under this Agreement;

(b) take reasonable steps to protect the Personal Information obtained from the other party in
connection with the Agreement from misuse and loss and from unauthorised access,
modification or disclosure; and

(c) comply with all reasonable direction of the other party in relation to Personal Information
obtained from that other party and, in the case of the Supplier, from any Client Member.

Each party must immediately notify the other party if in relation to Personal Information obtained from
that other party and, in the case of the Supplier, from any Client Member: (i) it knows of or suspects
unauthorised use or disclosure of such Personal Information; or (ii) it becomes aware of any
complaint in respect of such Personal Information.

Each party will provide all reasonable assistance to the other in relation to any complaint,
investigation or enquiry relating to the treatment of Personal Information under this Agreement.

Subject to retaining such copies of information as required by law, or in the case of the Supplier for
the purpose of the provision of services to Client Members under this Agreement, each party will,
upon completion of its obligations under this Agreement and as directed by the other party:

(a) return to the other party, all copies of the Personal Information or any record of the
Personal Information obtained from that party and held in connection with performance of
the Agreement; or

(b) destroy the Personal Information (and any copies thereof) and any record of the Personal

Information obtained from that party and held in connection with performance of the
Agreement.

NON SOLICITATION OF PERSONNEL

During the Term and for a period of 12 months following the termination or expiry of this Agreement,
the Client must not:

(a) directly or indirectly solicit for employment of any of the Supplier's personnel who have
been engaged to provide the Program or the Services; or

(b) induce or encourage any of the Supplier's Personnel to end their employment contract,
other contractor agreement or other similar contractual relationship with the Supplier.

In the event that the Client breaches clause 10.1 the Client shall be liable to the Supplier for an
amount equal to fifty percent (50%) of the annual base compensation of the Supplier's personnel
which was payable to that personnel prior to termination of their employment or engagement with the
Supplier.



11.

LIABILITY

Except where the Australian Consumer Law or any other legislation applies to this Agreement and
implies any guarantees or warranty in relation to the Program or the performance of the Supplier’s
obligations under this Agreement which cannot be excluded, the Supplier expressly excludes from
this agreement all conditions, warranties and terms which may be implied into this agreement by
statute, custom, general law or any applicable international conventions.

Where any consumer guarantees or warranties apply, the Supplier's liability for a breach of consumer
guarantee or warranty will be limited, to the extent permitted by law, at the election and discretion of
the Supplier, to

(a) replace any Products; or

(b) the resupply of the Program.

In addition to the indemnities provided for elsewhere in this agreement, each party indemnifies
(Indemnifying Party) the other party for any losses, claims, liability, costs and expenses incurred or
suffered by the other party (Indemnified Party) in connection with any of the following:

(a) breach of clauses 8 (Confidentially) and 9 (Privacy) of this agreement by the Indemnifying Party;

(b) negligent or unlawful act or omission by the Indemnifying Party or in connection with this
agreement; '

(c) fraud or other criminal conduct by the Indemnifying Party in connection with this agreement.

(d) personal injury or death or damage to property caused by an act or omission of the Indemnifying
Party in connection with this agreement.

Subject to clause 11.1, each party expressly excludes all liability to the other party for Consequential
Loss arising out of or in connection with this agreement. Consequential Loss in this clause 11.3
includes (without limitation):

(a) indirect loss;

(b) loss of revenues;

(c) loss of reputation;

(d) loss of profits;

(e) loss of actual or anticipated savings;

(f) loss of bargain; or

(g) lost opportunities, including opportunities to enter into arrangements with third parties.

This clause applies even if the party knew or ought to have known that it was possible or foreseeable
that such Consequential Loss would be incurred.

Subject to clauses 11.1 each party’'s maximum liability to and liability to indemnify the other party
for any damage, liability, action, claim or loss, however caused under or in relation to this agreement
or the Supplier's provision of the Program (“Claim®) is limited to five (5) times the annual Fees
payable for the Program by the Client under this Agreement.

The limitations set out in clause 11.4 are an aggregate limit for all claims or such loss, whenever
made and however arising, except for in the Client's case whereby they will have no limitation to their
liability under clause 3.2 (c).

The Supplier shall have no liability or responsibility for Products, hardware, software or services
supplied to the Client or Client Members by Retail Partners or other third parties.



12.

ACKNOWLEDGEMENTS

The Client acknowledges that:

(a)

(b)
(c)

13.

13.1

13.2

13.2A

13.2B.

13.3

13.4

to the extent that the Supplier has provided to the Client any representation, description, illustration,
specification or judgment in writing, the Client has been provided with an opportunity to independently
verify the accuracy of that written representation, description, illustration, specification or judgment;

it has satisfied itself of the suitability of the Program for the Client's purposes; and

the Rewards listed in Schedule 2 are governed by the Retail Partners' terms and conditions which
are subject to change at Retailer Partners' sole discretion.

SUSPENSION AND TERMINATION

Supplier may at its discretion and with prior written notice to the Client, suspend the Program in the
case of a material breach of any term of this Agreement by the Client, and or a material breach of the
Program Terms and Conditions by the Client or a Client Member, and such suspension may be for
the period of such breach. This suspension in no way ceases any obligation of the Client under this
Agreement.

The Client may terminate this Agreement at any time for any reason by giving the Supplier 60 days
written notice of termination.

A Party may terminate this Agreement immediately by notice in writing to the other Party upon the
occurrence of any of the following events (“Termination Event”):

(a) any material breach by a party of its obligations under this Agreement and failure by such
party to remedy the breach within fourteen (14) days of date of notice of breach issued by
the non-defaulting party;

(b) breach by a Client Member of the Program Terms and Conditions, unless such breach is
remedied by the Client and/or the Client Member within thirty (30) days of receipt of a notice
of breach by the Supplier;

(c) Insolvency of the other party; or

(d) in the case of Client, if the Supplier:
i if the Supplier consistently fails to achieve the SLAs;
ii.  breaches any of the warranties in clause 7

iii.  does or omits to do any act and that act or omission has or may have a material
adverse impact on the brand, goodwill or reputation of the Client.

If the Client terminates this Agreement pursuant to its rights under clauses 13.2A(a), 13.2A(d) or
clause 6.2A, the Supplier must refund any pre-paid Fees to the Client on a pro-rata basis within 14
days of the termination date of the Agreement.

On any termination of this Agreement by any party, both parties agree to co-operate in winding down
the Program and the measures put in place pursuant to this Agreement. For the avoidance of doubt,
Supplier agrees that notwithstanding any termination of this Agreement, Supplier must continue to
provide to Client or any Client's Member, the Program, until the term of the respective Client's
Member membership expires, for a maximum of 12 months, unless the reason for termination is
subject to the Client's or a Client Member's breach under clause 13.2A(a) or clause 13.2A(b).

Upon termination of this Agreement, the Parties are released from any further obligation to continue
to perform this Agreement, except for the following clauses which shall survive termination:

(a) those obligations of the Client specified in sub-clauses 2.1(a) through (i) inclusive, clauses
2.2, sub-clauses 3.2(c), (d) and (f) of the Agreement; and



14.

141

14.2

14.3

14.4

14.5

14.6

14.7

15.

15A.

(b) clauses 5, 6, 8, 9, 10, 11, 12, 13 and 16 of the Agreement.

DISPUTE RESOLUTION

If a dispute arises out of or relates to this agreement, except where the party seeks urgent interim,
injunctive or interlocutory relief, a party may not commence any court, tribunal or other similar
proceedings relating to the dispute unless it has complied with this clause.

if either party believes that a dispute has arisen it must provide a written notice to the other party
setting out full details of the dispute ("Dispute Notice”).

There will be a period of 15 Business Days from the service of a Dispute Notice during which the
Client Relationship Manager and the Supplier Relationship Manager must endeavour to resolve the
dispute within 10 Business Days of the date of the Dispute Notice.

If, following the expiry of the period specified in clause 14.3, no written agreement has been reached
regarding the matters set out in the Dispute Notice, either party may, by written notice to the other
party, escalate the dispute to the persons named herein;

» First Escalation Point — Senior Manager Level
e Second Escalation Point = Managing Director Level

If an escalation notice is provided under this clause 14.4, there will be a period of 15 Business Days
from the service of the notice during which time the parties must participate in good faith negotiations
to attempt to reach a written agreement regarding the dispute detailed in the Dispute Notice.

If, following the expiry of the period described in clause 14.4, no written agreement has been reached
regarding the matters set out in the Dispute Notice, either party may submit the dispute for mediation
pursuant to 14.6.

Any dispute submitted for mediation under this clause 14 will be conducted in accordance with the
IAMA Mediation and Conciliation Rules. The terms of the IAMA Mediation and Conciliation Rules are
incorporated into this agreement. The parties may agree on the identity of the mediator appointed to
mediate a dispute, provided that where the parties are unable to agree on the identity of the mediator
within five Business Days of the dispute being submitted for mediation, either party may request that
the IAMA appoint a mediator.

If a dispute referred to mediation under clauses 14.5 or 14.6 is not resolved within 30 days after the
mediator was appointed or any further time period agreed by the parties in writing, the dispute
resolution process under this clause 14 will be terminated and either party may commence legal
proceedings in respect of the dispute.

FORCE MAJEURE

Neither Party shall be liable for any delay in performing or failure to perform its obligations hereunder
where such delay or failure is due to any cause or circumstance beyond its control including any
natural hazards and/or disasters, acts of God, acts of governmental authorities, governmental
regulations, labour unrest, riot, civil commotion, fire, flood, war, acts of foreign enemies and acts of
terrorism. The affected Party shall, for the duration of such event, be relieved of any obligation under
this Agreement which is affected by such event.

INSURANCE
During the Term any Renewal Terms, the Supplier will maintain, underwritten by a reputable insurer
and on normal commercial terms, the following insurance policies:

(a) public liability insurance which contains a minimum limit of indemnity in respect of any one

occurrence or series of occurrences arising out of any one event of_

(b) professional indemnity insurance for at least || I for each claim and in aggregate;

(©) cyber liability insurance for at leas {Jjiffor each event and in aggregate; and



16.
16.1

16.2

16.3

16.4

16.5

16.6

16.7

16.7A

16.8

16.9

16.10

16.11

16.12

(d) workers compensation insurance as required by law.

GENERAL

If a provision of this Agreement is invalid or unenforceable in a jurisdiction:

(a) it is read down or severed in that jurisdiction to the extent of the invalidity or
unenforceability; and

(b) it does not affect the validity or enforceability of: (i) that provision in another jurisdiction; or
(ii) the remaining provisions.

A waiver of a provision or of a right arising under this Agreement must be given in writing signed by
the party or an authorised officer of the party granting the waiver. Failure by a party to exercise or
delay in exercising a right does not prevent its exercise or operate as a waiver.

A party is not liable for any loss, cost or expense of another party caused or contributed to by the
waiver, exercise, attempted exercise, failure to exercise or delay in the exercise of a right.

The parties do not intend to create, and this Agreement does not constitute, a partnership, agency,
trust or other arrangement and this Agreement is not to be construed as creating a joint venture.
Neither party has the authority to act for, or incur any obligation on behalf of, the other party.

This Agreement may be amended only by a written document signed by all parties.

Each party must, at its own expense, whenever requested by another party, promptly do or cause to
be done everything reasonably necessary to give full effect to this Agreement and the transactions
contemplated by this Agreement.

A party must not assign, create an interest in or deal in any other way with any of its rights under this
Agreement without the prior written consent of the other party.

The Supplier must not sub-contract this Agreement or any part thereof without the prior written
consent of the Client. The Client's approval to subcontract shall not relieve the Supplier form any
liability or obligations under this Agreement.

This Agreement represents the entire agreement of the parties about its subject matter and
supersedes all other representations, negotiations, arrangements, understandings or agreements
and all other communications. No party has entered into this Agreement relying on any
representations made by or on behalf of the other party, other than those expressly made in this
Agreement.

Both parties agree that despite Supplier best endeavours, that there may be occasions where outside
of Supplier control, the web site is partially or fully not operational due to possible system problems,
and that Supplier will use all endeavours to restore the system on such occasions as soon as
possible. Supplier must give Client prompt notice thereof specifying the issues in reasonable detail
with reasonable estimates of when services will be resumed in full. This does not derogate from the
Suppliers’s obligation to comply with the SLAs.

This Agreement is governed by and is to be construed under the laws of Victoria, and each party
irrevocably and unconditionally submits to the exclusive jurisdiction of the courts of the State of
Victoria and waives any claim or objection based on absence of jurisdiction or inconvenient forum.

Words and expressions which are not defined in this document but which have a defined meaning
in the A New Tax System (Product and Services Tax) Act 1999 (Cth) and other similar or related
act, regulations, or rulings (GST Laws) have the same meaning as in the GST Laws. Unless
otherwise expressly stated, all prices or other sums payable or consideration to be provided under
these terms are exclusive of GST. If a supply made pursuant to this document is a taxable supply,
the recipient must pay on demand to the supplier any GST payable on that supply in addition to any
other amount that may be payable by the recipient to the supplier for that supply pursuant to this
document, provided that the supplier provides to the recipient a valid tax invoice in the form
prescribed by the GST Laws.

In addition to any other means of giving notice, any notice will be taken to have been given if it is in
writing and signed by or on behalf of the party giving the notice and either delivered or sent by



ordinary pre-paid post to the other party at the address set out in this document or such other
address as the other party may have advised in writing, or by facsimile or email transmission sent
to the relevant facsimile number or email address (as the case may be) as the other party may
have advised in writing. A notice will be taken to have been given at the time of delivery or on the
second business Day following the date of posting (whether actually received or not). If service is
effected by facsimile, service is deemed to have occurred at the time of transmission provided that
the sender's machine produces a transmission report confirming the successful transmission of the
total number of pages of the notice. If sent by email, if it is received by the recipient's email server
before 5.00pm on a business day, at the time of delivery, or otherwise at 9.00am on the next
following business day.



Executed as an Agreement:

EXECUTED by Supplier by its duly EXECUTED by Client by its duly

authorised representative:

&L Director, CEO
Office held : Office held
o) AL/ Tim Looi
Name of authorised person (print) Name of authorised person (print)
P Wi P 31/03/2020

Date Date



SCHEDULE 1 - PROGRAM PARTICULARS

Program Commencement Date: at the Go Live Date, when the Platform is build is complete
and is available for use of the Client Members.

Term: [ Months

This begins from the Program Commencement Date.

Rewards Platform

(a) Rewards Platform Fee: Members |Epworth
branded platform onl

The Rewards Platform Fee will be invoiced on the following basis and must be paid in accordance
with the payment terms in this Agreement:

o -on the Effective Date, and

o prior to the Program Commencement Date.

Additional members_will be charged - per member, pavable at the end of each month.

All Fees are exclusive of GST, hence will attract the relevant GST charge at billing.
(b) Rewards Platform Inclusions:

Branded Platform

Access to discounted eCards, Gift Cards, Online Offers & eStore
Rec Room; Live Feed, Live Chat, Groups, Events & Awards

Live analytics and reporting via Admin Dash



SCHEDULE 2 - REWARDS & PRODUCTS

Individual Retail Partners and offers are subject to change at Retail Partner sole discretion.
Final list of retailers to be confirmed by client.



SCHEDULE 3 - PROGRAM TERMS AND CONDITIONS

Definitions
(a) "ACL" means the Australian Consumer Law Schedule of the Competition and Consumer Act;
(b) “Business” means Retail Partners, retailers or businesses offering Services via the Program.
(c) "Consumer" is as defined by the ACL;
(d) "Gift Card" means the Gift Card provided by the Supplier via the website or by mail on request from
You.
(e) “GST" means the Goods and Services tax as defined in A New Tax System (Goods and Services
Tax) Act 1999 as amended;
() "Member” means the member, customer or consumer of the Organisation who has been provided
with access to use the Program.
(9) "Organisation” means the party that is making available the Program to its Members.
(h) "Payment" means all moneys paid for the supply of the Program and Services in Australian Dollars.
(i) "Program" means the branded Loyalty, Rewards, Membership and Payment Software Platform
delivering Services to You.
() “Retail Partner” means the Business or retailer offering Services to You.
(k) "Services" means the products, discounts and other benefits provided by the Supplier and any
participating Business within the Program.
(N "Site" means the Program website made available to You in accordance with these Site Terms.
(m) "Site Terms" means these Program Terms and Conditions.
(n) “Supplier" means the provider of the Program.
(o) “You” or “Your” means the Member.
Site Terms
(a) The Site is owned and operated by the Supplier.
(b) Through this Site;
(i) You can register as a Member;
(ii) You can subscribe for access to the Program; and
(iii) You can access the Services, subject to being an eligible Member.
(c) These Site Terms apply to the use of the Program and the Site, including the use of the Services
offered on this Site.
(d) Any party that is registered to use the Program, and uses the Program whether as a Member or an
Organisation, hereby agrees to be bound by these Site Terms.
(e) If You do not accept these Site Terms, please discontinue using this Site immediately. If You use
the Site, You will be deemed to have accepted these Site Terms in their entirety.
) These Site Terms must be read in conjunction with any other applicable policies, terms and
conditions governing the use of this Site as advised from time to time.
(9) The Supplier reserves the right to amend these Site Terms at any time. Any material changes to
these terms will be notified to You.
(h) Members' access and use of this Program is permitted by the Organisation, and the Organisation

acknowledges and agrees that it is and remains liable to the Supplier for any misuse of the
Program (i.e. use of the Program outside the scope of these Program Terms and Conditions), and
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(k)

o

liable for any misconduct in using the Program (i.e. using the Program in a manner deemed to be
fraudulent or unethical by the Supplier).

Supplier may, at its discretion, suspend access to the Program due to any breach of the Site
Terms.

Supplier may, change or add to this Program, any information or offers including products and
services contained herein at any time.

While Supplier will use all commercially reasonable efforts to ensure that information on this
Program is accurate and up to date. Supplier will not be liable to You and any other third party for
any errors displayed within the Program.

In the event that the Organisation’s supply of the Program is terminated, the Supplier may continue
to provide access to Services to the Member with the exception of any benefits that would have
applied exclusively to the Organisation’s branded Program.

Disclaimers and Liabilities

(a) Subject to the terms of the Supplier's agreement with the Organisation, Organisation is ultimately
liable for any loss, damage, claim, fees, chargeback, demand and expense suffered or incurred by
the Supplier as a result of a breach of the Program Terms and Conditions, and for any misuse,
misconduct and fraudulent activity by Organisation and/or its Members.

(b) Supplier will not be liable for any damage to or any viruses which may affect, your computer on
account of your access to this Program.

(c) Supplier is not liable if interference with or damage to your computer systems occurs in connection
with the use of this Program or linked websites.

(d) You may not use this Program to collect or harvest personal information including Internet
addresses about Businesses participating in the Program.

(e) You may not purchase Services through this Program with the intention of on selling them or for
generating profit for yourself, or for any other third party.

() The Supplier will be under no liability whatsoever to the Organisation or its Members in respect of
any loss or damage which may be suffered or incurred due to misuse or the Program or website by
the Members or misconduct or fraudulent activity of the Members. .

@ To the extent permitted by law, no warranty condition, description or representation by Supplier is
given or implied or has been given or implied, and any statutory or other warranty condition,
description or representation is hereby excluded.

Warranties

(a) Supplier does not warrant that any information or Service provided or referenced by this Program is
either merchantable or accurate, that such information or service will fulfil any of your particular
purposes or needs, or that such information or service does not infringe on any third party rights.

(b) While Supplier uses commercially reasonable efforts to include accurate and up-to-date
information on the Program, Supplier makes no warranties or representations as to its accuracy.

(c) Supplier may periodically add, change, remove or improve any of the information, products,
Services, Programs and technology described in the Program at the Supplier’s discretion.

(d) Supplier assumes no liability or responsibility for any errors or omissions in the content of the
Program.

Third Parties

(a) Supplier will not be liable for any mistake, failure or negligent action on the part of any Business
providing Services in the Program.

(b) Members acknowledge and agree that any provision of Services in the Program are at their own
risk.

(c) Businesses providing Services in the Program reserve the right to change, modify or cancel any

offers at their discretion.



(d) Supplier will not be liable for any indirect, incidental, consequential or punitive damages arising out
of access to, or use of, the Program.

(e) Under no circumstances will Supplier be liable for any incidental, special or consequential
damages, loss of business, or loss of profits arising in relation to use of the Program, website
materials or linked materials.

® In maintaining and operating this Program, Supplier relies upon information provided by third
parties, such as retailers. Supplier cannot provide a guarantee against loss, liability, damage and
expense if the Site Terms offered are not met due the Supplier's reasonable reliance upon such
information.

Termination and Suspension

(a) An agreement commences on the date that Site access is granted to You and shall continue until
terminated in accordance with its terms.
(b) Supplier may at its discretion, suspend or terminate a Member's access to the Program in the case

of a breach of any Site Terms, without notice.
Electronic Listings and Advertisements

(a) Supplier does not accept responsibility for the accuracy, error or omission in any Services or
advertisements published within the Program, and disclaims all liability to the Organisation or
Members for any loss or damage arising from such inaccuracy, error or omission.

(b) Each Business providing Services in the Program that lists the Services offered on this Site shall
own the copyright of the listing or the advertisement.
(c) The linked websites on this Program are provided for convenience only and may not remain

current or be maintained. Links to third party websites should not be construed as any
endorsement, approval, recommendation, or preference by Supplier, of those third party sites, and
of any information, products or services referred to on those sites.

Trade Marks

Other products and company names mentioned in this Program may be the trade marks of other third
parties, people or entities. Nothing in these Site Terms transfers any right title or interest in any trade
marks to the Organisation.

Personal Information

(a) When transacting with You, Supplier may ask You for Your name, email, mobile number,
membership information, and any other relevant information required to accurately identify You.

(b) Supplier will handle all personal information provided by You in accordance with Supplier's Privacy
Policy.

(c) All parties are bound to comply with all relevant company and consumer privacy laws and
regulations, including the Australian Privacy Principles under the Privacy Act 1988
(Commonwealth).

Delivery

Supplier cannot take responsibility for any Services, Gift Cards, VVouchers or Tickets that are misplaced,
lost or stolen when being sent through Australia Post. On ordering, we offer all Members the option of
Registered Post at a fee displayed during the time of checkout, which guarantees that Australia Post will be
held liable for all Services that are misplaced or lost when sent via this method.

For products purchased throughout the eStore please note that that standard delivery is 5 - 15 business
days, subject to stock levels. Parcels will require a signature upon delivery. Deliveries cannot be made to a
PO Box. Deliveries may not be made to gated communities. If you see that your item has been damaged in



transit, or upon arrival please refuse delivery so that items may be returned to us immediately. If your item is
faulty please contact us directly for assistance. Please chose your purchases with care as we are unable to
accept returns due to change of mind. ltems can only be returned in circumstances where an item is
damaged or faulty. If a return is required, please ensure you notify us within 14 days of receipt of your item.
When you choose to pay by Direct Deposit, your items will be shipped once payment has been cleared,
which can take up to 3 business days. We recommend that payment be made as soon as possible to avoid
any delays in shipping. If payment is not received within 14 days, your order will be cancelled. Please
remember to use your order number as your payment reference.

Governance

This Program shall be governed by and construed in accordance with the laws of the State of Victoria, and
the parties irrevocably submit to the jurisdiction of any Court of that State.

Payments, Refunds & Chargebacks

(a) You agree to pay for Services within the Program in Australian Dollars.

(b) Payment can be made by credit/debit card and Direct Deposit, or other payment options made
available to You by Supplier. Once payment has been cleared, we will distribute the Services you
have purchased. You confirm that the credit/debit card that is being used is Yours. All credit/debit
card holders are subject to validation checks and authorisation by the card issuer and the Supplier.
If the issuer of your credit card refuses to authorise payment for products within our Progr am, we
will not be liable for any delay or non-delivery of Services.

(c) Expiration of any Services including but not limited to gift cards and vouchers may vary depending
on the requirements of the participating Business and Service providers.
(d) All digital or physical vouchers sold via this Program are restricted by the terms and conditions of

each individual Business, and should be found in the terms & conditions of the individual Business.
All digital gift cards and vouchers are non-refundable, as they are to be treated as cash. Gift cards
and vouchers are valid until the expiry date indicated and cannot be exchanged or replaced.
Vouchers are sold for the personal use of Members only. Vouchers or gift cards are not to be re-
sold and cannot be re-distributed.

(e) Supplier will only process card transactions that have been authorized by the applicable card
issuer, and does not guarantee or assume any liability for transactions authorized and completed
which may later be reversed or charged back. You are responsible for all reversed or charged back
transactions, regardless of the reason for, or timing of, the reversal or chargeback. Supplier may
add or remove one or more payment methods at any time.

(f If a chargeback occurs, we will use commercially reasonable efforts to assist the Organisation and
the Member to resolve the dispute, however once the chargeback is finalised, we will debit the
Organisations account for the chargeback amount in addition to a chargeback fee of $35.00,
except where the outcome of the dispute is an established valid incorrect charge in which case no
chargeback fee will be charged to the Organisation, and provide the relevant information to the
Organisation so they can resolve the dispute with their Member

Contact

For any notice to be given in writing, or to get in touch with us, please email contact@loyalty.support



SCHEDULE 4 — PRIVACY POLICY

As the supplier of the Program, we recognise the importance of your privacy and understand your concerns
about the security of the personal information you provide to us.

In the course of doing business with you, the collection of personal information in some instances is
necessary or unavoidable. We are committed to protecting the privacy of all personal information that we
collect and ensuring that your personal information is handled correctly.

All personal information collected by us will be treated in accordance with the Australian Privacy Principles
(“APPs”") as contained in the Privacy Act 1988 (Cth). The APPs detail how personal information may be
collected, used, disclosed, stored and destroyed, and how an individual may gain access to or make
complaints about the personal information held about them.

This policy details the type of personal information we collect from our customers, how we manages
personal information about you, with whom we may share it and the choices available to you regarding our
use of the information. We also describe the measures we take to safeguard your personal information and
tell you how to contact us regarding our privacy practices.

What types of personal information do we collect and hold

“Personal information” is information or an opinion about an identified individual, or about an individual
who is reasonably identifiable, whether true or not, and whether recorded in a material form or now.
Information where we have removed any reference to a person, so that the person cannot be reasonably
identifiable from the information, is not personal information.

The kinds of personal information that we may collect and hold from you or about you include:

contact information, such as your name, postal address, e-mail address and telephone number,
date of birth and gender;

account information such as username, password and transaction history;

bank account details;

information concerning your interests, buying habits and product preferences; and

any other personal information submitted to us by you.

We do not collect sensitive information (such as relating to your ethnic origin, religious or philosophical
beliefs, membership of a political or trade association, sexual preferences or health), and would not do so
without your consent.

Website

When you browse our website or contact us electronically, we may record geographical tagging, cockies
and statistical data. This may include your IP address, date and time of your visit, operating system,
language preferences, device characteristics, pages visited, information downloaded and type of browser
used to access the website.

We use this information to help us to make decisions about maintaining and improving our website and
online services.

While our website may contain links to other websites with the exception of our related entities, those
websites are not subject to our privacy standards, policies and procedures. We recommend that you make
your own enquires as to the privacy policies of these third parties and we are in no way responsible for the
privacy practices of these third parties.

How we collect and hold personal information

We aim to collect personal information only directly from you, unless it is unreasonable or impracticable for
us to do so. For example, we collect personal information from you or about you from information you
submit to us when:

e you apply for or request a product or service;



when you participate in our call centre marketing campaigns, competitions or surveys;
when you respond to our advertising and direct mail;

you provide information to us via email or telephone; and

when you have other dealings with us.

However, in some circumstances, it is necessary for us to collect personal information through third parties
or from a source of publicly available information.

If we receive personal information that we have not requested (unsolicited information) and we determine
that we could not have collected that information under the APPs if we had requested it, then we will destroy
or de-identify the information if it is lawful and reasonable to do so.

Why we collect, hold, use and disclose personal information

We collect, hold, use and disclose personal information from you or about you where it is reasonably
necessary for us to carry out our business functions and activities and as necessary to provide our services
to you. We also collect, hold, use and disclose your personal information for related purposes that you would
reasonably expect, such as our administrative and accounting functions For example, we may use the
information obtained from you:

» o process your application for service and to establish and manage your account or facility, and carry
out transactions you wish to make;

e to provide requested services to you, and bill you for our services and collect overdue payments;
e for our research and development of new products and services;

e for training, quality control and verification purposes (including monitoring and recording your telephone
conversations with us from time to time);

e to communicate our related company's or a third party's marketing offers to you (when making the offer
we will let you know how you may stop receiving any further marketing offers);

» respond to and communicate with you about your requests, questions and comments;
« protect against, identify and prevent fraud and other criminal activity, claims and other liabilities; and

e comply with and enforce applicable legal requirements, relevant industry standards and our policies.

If we do not collect, hold, use or disclose your personal information, or if you do not consent, then we may
not be able to answer your enquiry, complete the transaction you have entered into, or provide our services
to you to the best of our ability.

How we hold and protect personal information

Your personal information is held and stored on paper, by electronic means or both. We have physical,
electronic and procedural safeguards in place for personal information and take reasonable steps to ensure
that your personal information is protected from misuse, interference, loss and unauthorized access,
modification and disclosure.

We store personal information in a combination of secure Australian based computer storage facilities and
paper based files and other records. We use industry accepted and compliant technology and security so
that we are satisfied that your information is transmitted safely to us through the internet or other electronic
means.

We also employ the following measures in order to safeguard your personal information:

e data held and stored on paper is stored in lockable offices and in secure premises;

» data held and stored electronically is protected by internal and external firewalls, limited access via file
passwords, and files designated read-only or no access;

* data held and stored “in the cloud” is protected by internal and external firewalls, limited access via file
passwords and files designated read-only or no access. We also require our IT contractors and other
third parties to implement privacy safeguards;

e where we disclose personal information to third parties (including contractors and affiliated businesses
located locally and overseas), our contractual arrangements with them include specific privacy
requirements; and



e  our staff receive regular training on privacy procedures.
Destruction and De-identification

We will retain your personal information whilst it is required for any of our business functions, or for any
other lawful purpose.

We use secure methods to destroy or to permanently de-identify your personal information when it is no
longer needed:

. paper records are shredded or destroyed securely; and
. electronic records are deleted from all locations, to the best of our ability, or encrypted and/or placed
beyond use.

Disclosure of Information
We respect the privacy of personal information and will take reasonable steps to keep it strictly confidential.

We may share the information you provide with companies that are related us, through common ownership
(including other affiliated companies within or outside Australia).

We will disclose personal information to third parties if it is necessary for the primary purpose of collecting
the information, or for a related secondary purpose, if the disclosure could be reasonably expected. Where
such a disclosure is necessary, we will require that the third party undertake to treat the personal information
in accordance with the APPs.

Generally, we may disclose personal information about you in the following circumstances:

e where we have contracted an external organisation to provide us with support services. This may
include but is not limited to processing applications or orders, marketing support, deliveries, market
research and debt collection. These service providers may be within or outside Australia;

= to comply with our legal obligations (we notify you any time we are required to produce information
in this way unless we are prohibited by court order or law or there is suspicion of fraud and/or
criminal activity);

=  where we suspect that unlawful activity has been or may be engaged in and the personal
information is a necessary part of our investigation or reporting of the matter; or

e where organisations cooperate with us in offering products and services such as co-brand partners
(we will notify you of that disclosure and obtain your consent on the application form).

We may share information about you with affiliated joint marketing partners and/or third parties whose
preducts or services may be of interest to you. These third parties may contact you directly about their
products and services in order to provide continuous improvement to the Program.

Where we use your personal information for marketing and promotional communications, you can opt out at
any time by notifying us. Opt out procedures are also included in our marketing communications. If you do
not want us to use your information for marketing purposes, or share your information with related
companies for their own marketing purposes, please notify us by sending an email to the contact email listed
below.

Otherwise, we will only disclose your personal information to third parties without your consent if the
disclosure is:

. necessary to protect or enforce our legal rights or interests or to defend any claims:
® necessary to prevent or lessen a serious threat to a person’s health or safety;

. required or authorised by law; or

. permitted by another exception in the Privacy Act.

Where we wish to use or disclose your personal information for other purposes, we will obtain your consent.

We impose strict requirements of security and confidentiality on all third parties as to how they handle
personal information. We provide our outside contractors both locally and internationally, and retail affiliates
only with information they need to perform their services - they are not permitted to use the information for



any purpose except to provide the service to us. The Privacy Act also strictly controls the information we
exchange with credit reporting agencies.

Additional information regarding Credit/Payment Information

This Privacy Policy also applies in relation to our collection and use of credit information of individuals, in
connection with commercial credit provided by us.

The types of credit information that we collect and use for the purpose of collecting payments and/or making
payments include;

D names, addresses and other contact details of accountholders (both prospective and current);
B bank account details;

. driver's licence details; and

. financial information.

We do not disclose credit information to credit reporting bodies.
Requests for access and correction
We have procedures in place for dealing with and responding to requests for access to, and correction of,

the personal information held about you.

In most cases, we expect that we will be able to comply with your request. However, if we do not agree to
provide you access or to correct the information as requested, we will give you written reasons why. For
example, a request to access personal information may be rejected if:

. the request is frivolous or vexatious;

o providing access would have an unreasonable impact on the privacy of another person;

. providing access would pose a serious and imminent threat to the life or health of any person;
o providing access would prejudice our legal rights; or

. there are other legal grounds to deny the request.

To assist us to keep our records up-to-date, please notify us of any changes to your personal information.
Complaints and Concerns

We have procedures in place for dealing with complaints and concerns about our practices in relation to the
Privacy Act and the APPs. We will respond to your complaint in accordance with the relevant provisions of
the APPs.

About this Privacy Policy

We may update our policies and this Privacy Policy Statement from time to time. The latest version is
published within your Program Site.

Contact

If you have any questions about this Privacy Policy, or if you would like us to update information we have
about you or your preferences, please email us at privacy@loyalty.support




Schedule 5 Information protection addendum

Part A: General Information Security Terms

1 Introduction.
1.1 Order of Precedence.
(a) Unless otherwise stated in the agreement between the Supplier (the "Service Provider”) and the

Client or ‘Smartgroup’ (“Agreement”) to which this Information Protection Addendum (“IPA") is attached, if
there is any conflict or inconsistency between this IPA and the Agreement, this IPA will prevail.

2 Definitions; Interpretation.
21 Definitions.
In this IPA:

(a) “Access” or “Accessing” means to create, collect, acquire, receive, record, consult, use, process, alter,
store, maintain, retrieve, disclose, or dispose of.

(b) “Applicable Laws” means the Privacy Act 1988 (Cth) and any other privacy, data security, data protection
laws, regulation and rules applicable to Your Access to Personal Information and your provision of the
Services in Australia.

(c) “includes” or “including” means, “including but not limited to”".
(d) “Personal Information” has the same meaning as defined in the Privacy Act 1988 (Cth).

(e) “Protected Information® means Personal Information and Smartgroup Confidential Information that You
or a Third Party Provider may Access in performing Services. Protected Information does not include the
parties' business contact information (specifically, business addresses, phone numbers, and email
addresses, including a party’s contact persons’ names used solely to facilitate the parties’ communications
for administration of the Agreement).

(f) “reasonable” means reasonable and appropriate to (i) the size, scope, and complexity of Your business;
(i) the nature of the Protected Information being Accessed; and (iii) the need for privacy, confidentiality, and
security of the Protected Information.

(g) “Safeguards” means the administrative, technical and physical measures in Section 5 (Safeguards),
Section 6 (Encryption Requirements), Section 8.3 (Your Self-Assessment), and Section 9.1 (Security
Incident Response Program).

(h) “Security Incident” means actual or reasonable degree of certainty of unauthorized destruction, loss,
control, alteration, disclosure of, or access to, Protected Information for which You are responsible. Security
Incidents do not include unsuccessful access attempts or attacks that do not compromise the confidentiality,
integrity, or availability of Protected Information, including unsuccessful log-in attempts, pings, port scans,
denial of service attacks, and other network attacks on firewalls or networked systems.

(i) “Services” means any goods or services that You provide to or for Smartgroup under the Agreement.

(i) “Third Party Provider” means any parent company, subsidiary, agent, contractor, sub-contractor, sub-
processor, or other third party You authorize to Access Protected Information.

(k) “You” or “Your” means the party (including any personnel, contractor, or agent acting on behalf of such
party) that performs Services for Smartgroup under the Agreement.

22 Interpretation.

All capitalized terms that are not expressly defined in the IPA will have the meanings given to them in the
Agreement.



3 Compliance with Laws; Use Limitation.
3.1 Compliance with Applicable Laws.

(a) When You Access Protected Information under the Agreement, You will at all times comply with all
Applicable Laws. You will promptly notify Smartgroup if You believe compliance with this IPA will interfere
with your obligations under Applicable Laws.

3.2 Access Limitation.

(a) You will Access Protected Information only for the limited and specified purposes of providing the
Services under the Agreement; and to exercise Your rights and fulfill Your obligations under the Agreement.
You are expressly prohibited from Accessing the Protected Information for any other purpose.

33 Geographic Limits.

(a) The Supplier will Access Protected Information originating solely within Australia (the “Authorised
Region”) and will not access Protected Information outside the Authorised Region. For the avoidance of
doubt, this requirement does not apply to any third party retailers that partner with the Supplier.

3.4 Not used.
3.5 Safeguards.

At all times that You Access Protected Information, You will maintain reasonable administrative, technical,
and physical safeguards and comply with this IPA and Applicable Laws, including the following:

(a) Physical Access Controls. You will maintain physical Access controls designed to secure relevant
facilities, including layered controls covering perimeter and interior barriers, strongly-constructed facilities,
suitable locks with key management procedures, access logging, and intruder alarms/alerts and response
procedures.

(b) Logical Access Controls. To the extent You Access Protected Information from Your systems, You will:

(i) maintain reasonable access controls to ensure that only individuals who have a legitimate need to
access Protected Information under the Agreement will have such access;

(ii) promptly terminate an individual's access to Protected Information when such access is no longer
required for performance under the Agreement;

(iii) log the appropriate details of access to Protected Information on Your systems and equipment, plus
alarms for attempted access violations, and retain such records for no less than 90 days; and

(iv) implement reasonable user account management procedures to securely create, amend, and
delete user accounts on networks, systems, and devices through which You Access Protected Information,
including monitoring redundant accounts and ensuring that information owners properly authorize all user
account requests.

(c) Personnel Security. You will maintain personnel policies and practices restricting access to Protected
Information, including having written confidentiality obligations and performing reasonable background
checks agreed to by all personnel who Access Protected Information or who maintain, implement, or
administer Your Safeguards.

(d) Malware Controls. You will maintain reasonable and up-to-date anti-malware, anti-spam, and similar
controls on Your systems.

(e) Security Patches. You will maintain controls and processes designed to ensure that networks, systems,
and devices (including operating systems and applications) that Access Protected Information on Your
systems are up-to-date, including prompt implementation of all security patches when issued.

(f) Training and Supervision. You will provide reasonable ongoing privacy and information security training
and supervision for all Your personnel who Access Protected Information.



3.6 Encryption Regquirements.

(a) Using a reasonable encryption standard, You will encrypt all Protected Information that is:

(i) stored on portable devices or portable electronic media; or
(i) maintained outside of Smartgroup’s or Your facilities;
(iii) transferred across any telecommunications network not solely managed by You.

3.7 Use of Smartgroup Networks, Systems, or Devices.

To the extent that You access Smartgroup-owned or Smartgroup-managed networks, systems, or devices
(including Smartgroup APIs, corporate email accounts, equipment, or facilities) to Access Protected
Information, You must comply with Smartgroup’s written instructions, system requirements, and policies
made available to You.

4 Assessments; Audits; Corrections.
4.1 Smartgroup Security Assessment

On Smartgroup's written request You will promptly and accurately complete Smargroup'’s written information
privacy and security questionnaire which will take no longer than one (1) hour, regarding any network,
application, system, or device, or Safeguard applicable to Your access to the Protected Information. You will
provide any additional assistance and cooperation that Smartgroup may reasonably require during any
assessment of Your Safeguards, including providing Smartgroup with reasonable access to personnel,
information, documentation, infrastructure and application software, to the extent any of the foregoing is
involved in Your access to the Protected Information. Any such assessment will be at Smartgroup’s cost.

42 Penetration Testing

If You Access Protected Information on Your systems, or Your systems connect to Smartgroup’s internal
systems, then in addition to Section 4.1 (Smartgroup's Security Assessment), the following will apply:

(a) Third Party Conducted Penetration Test. On reasonable notice to you, Smartgroup may request the
results of Your penetration testing (and the status of Your efforts to remediate findings, if any) performed by
a qualified third party vulnerability tester following commonly accepted guidelines. You must provide a high

level summary of such report to Smartgroup. Smartgroup will treat the information You disclose in
connection with Section 4.2 as Your confidential information.

(b) The results of any penetration testing referred to in section 4.2(a) to be provided to Smartgroup will
include at minimum:

(i) date of testing;
(i) tools used for testing;

(i) name of the entity performing testing;

(iv) scope of testing;
(v) effort put into testing; and
(vi) confirmation that vulnerabilities during testing shall be addressed in a reasonable amount of time.

4.3 Correcting Vulnerabilities.

If either party discovers that Your Safeguards contain a vulnerability, You will promptly correct or mitigate at
Your own cost:

(a) any vulnerability within a reasonable period, and



(b) any material vulnerability within a period not to exceed 60 days.

If Smartgroup identifies the vulnerabilities, You will provide Smartgroup with reasonable assurances that
Your corrections meet this IPA’s requirements. If You are unable to correct or mitigate the vulnerabilities
within the specified time period, You must promptly notify Smartgroup and propose reasonable remedies.
Compliance with this Section will not reduce or suspend Smartgroup’s rights under Section 5 (Suspension;
Termination).

& Suspension; Termination.

In addition to Smartgroup’s suspension and termination rights in the Agreement, Smartgroup may:

(a) immediately suspend Your access to Protected Information if Smartgroup reasonably determines that
You are not complying with this IPA or Applicable Law; or

(b) terminate the Agreement if:

(i) Smartgroup reasonably determines that You have failed to cure material non-compliance with this
IPA within a reasonable time; or

(ii) Smartgroup reasonably believes it needs to do so to comply with Applicable Laws.
6 Survival.

Your obligations under this IPA will survive expiration or termination of the Agreement and completion of the
Services as long as You continue to have access to Protected Information



Schedule 6 — Service Level Agreement

1. Service Level Agreement

This Service Level Agreement defines terms and conditions for maintenance and support services
performed by EonX Australia "EonX” for the Smargroup Benefits Pty Ltd referred to as “Client”.

The Service Level Agreement covers the following product:

¢  EonX White Label Sites, Platforms and Software

The Service Level Agreement is valid when the Client has a valid subscription for products covered by
EonX.

2. SupportServices

EonX Australia provides the following support services for the Client:
e Online enquiry handling and incidentmanagement

e 1300 Help Desk Number specific to Client for handling of Memberenquiries

This Service Level Agreement is valid only while the Client has a valid subscription for products covered by
this Service Level Agreement

3. Incident Management

3.1 Requesting service or submitting incidents.
Service requests and incident reporting must be submitted through the EonX products and support

services site at help@loyalty.support

3.2 Operating Hours

EonX support handles Client and or its Member(s) requests and queries regarding EonX Australia
products, services and operations on business days:
Monday through Friday from 09.00 to 17.00 AEST excluding Public Holidays (support is in English only).

3.3  Error reporting procedure

Requests by web form
Incidents can be reported to EonX support using the support email help@Iloyalty.support
All incidents are automatically associated with a case number and are visible to EonX support staff. The Client
or Member automatically receives the case number of the reported incident via email notification.

Request by phone or web chat
Phone service or web chat is available during support operating hours. Incidents reported by phone or web
chat will be registered by EonX support. The Client or Member automatically receives the case number of the
reported incident via email notification.

Requests by e-mail
An email service, help@loyalty.support, is available for submission of requests.

E-mail reply is provided during EonX support operating hours. Incidents reported by e- mail will be registered
by EonX support.



The Client or Member automatically receives the case number of the reported incident via email notification.

3.4 Response and resolution times on Client Management and Member incidents, within operating
hours, and subject to incidentmatter.

Severity Response time Resolution time
Critical 2 hours 8 hours

High 8 hours 24 hours
Medium 1 business day 2 business days
Low 2 business days 3 business days

35 Response and resolution times on Hosting incidents, within operating hours, and subject to
incident matter.
Severity Response time Resolution time
Critical 2 hours 8 hours
High 8 hours 24 hours
Medium 1 business day 2 business days
Low 2 business days 3 business days

Response and Resolution definitions

“Response time” is defined as the time it takes for EonX Australia to confirm that the Client Management and or
Member incident has been registered.

“Resolution time” is defined as the time it takes for EonX Australia to investigate and implement a resolution, or to
investigate and confirm a reasonable time estimate for implementation of a resolution.

The definition of “response” is confirmation to the Client that the incident was received and registered by EonX
Australia help desk.

The definition of “resolution” is the sum of the involved phases it takes to resolve the reported incident by EonX
Australia.

Response times and resolution times are effective within the standard support operating hours defined in section
3.2 of this Service Level Agreement.

3.6 Severity definitions

Severity Description

Critical e Highly critical impact on a product or liveenvironment.

e Catastrophic production problem which may severely impact the Client's
production or live environment systems, causing loss of production data
or service. No procedural work-aroundexists.

¢ Continued lack of availability.

e No work-around exists.




High e High impact on a production or live environment.

® Problem where the Client's system is functioning but at severely reduced
capacity. The situation is causing significant impact to parts of the Client's
business operations and productivity. The system is exposed to potential data
loss or interruption of service.

° Irregular service interruptions.

° No reliable work-around exists.

Medium e  Minor impact on a production or liveenvironment.

® A medium-to-low impact problem that involves partial non-critical functionality
loss and may interrupt some operations but allows the Client to continue to
function. This may be a minor issue with limited loss or no loss of functionality or
impact to the Client's operation. This includes documentation errors.

e Minimal reduction or interruption of the business processes.

e  Work-around exists.

Low e No direct impact on the production or live environment.

e A general usage question or recommendation for a future product
enhancement or modification. There is no impact on the gquality, performance
or functionality of the product.

e No reduction of the business processes.

e Work-around may exist.

A "work-around solution” is a temporary remedy required to eliminate an error. Work-around solutions may
cause minor restrictions in system performance or available system functionality.

A “permanent fix" is the actions required to prevent the reoccurrence of an error and any underlying causes of
a problem. When a permanent fix is implemented, the system is restored to full functionality and performance.

4 Exclusions

EonX Australia will make every effort to solve critical and high severity enquiries reported by the Client and or
its Member within a reasonable time frame and to the satisfaction of the Client.

EonX Australia is not obliged to prioritize or implement software feature requests from the Client.

EonX Australia is not responsible for correcting any product errors not attributable to EonX Australia. Errors
attributable to EonX Australia are those that can be reproduced by EonX Australia on software which is either
unmodified or modified by EonX Australia.

EonX Australia is not required to provide any maintenance or support services relating to problems caused by:

o Changes to the operating system or use of the software on equipment other than the equipment for
which the software was designed and licensed, unless such changes are approved in writing by EonX
Australia.

o Any alterations of or additions to the software by parties other than EonX Australia, unless such
alterations or additions are made at the direction of or with the written approval of EonX Australia.

o Use of the software or service in a manner for which it was not designed, contrary to the proper use
which is described in thedocumentation.

o Accident, negligence, or misuse of the software.

o Interconnection of the Software with other software products not supplied or approved in writing by
EonX Australia.




If EonX Australia does not agree with the severity classification of an error reported by the Client, EonX
Australia is entitled to escalate the classification within the organization of the Client and EonX.

5 Systems Management

To ensure an uninterrupted and predictable Service Level Agreement, EonX Australia proactively collects
statistics for the services covered by this Service Level Agreement.

Based on these statistics, EonX Australia performs maintenance and scales the services covered by the
current Service Level Agreement.
5.1 Availability of software and services hosted by EonX Australia Pty Ltd

EonX will ensure that online solutions and services hosted by EonX Australia are available for at least 99.9%
in average per month measured over a period of three calendar months.

Availability is measured for the system as whole, excluding unavailability caused by public Internet
unavailability beyond the control of EonX Australia.

The availability percent figure is calculated as shown here:
(S-D)/Sx100

U = Uptime Percentage, meaning the percentage of total time during the relevant calendar month that the
EonX online solutions and services hosted by EonX Australia

S = the total number of hours in the relevant calendar month (calculated by multiplying the number of days in
the particular month by 24); and

D = the number of hours that the solutions and services hosted by EonX Australia are not available to Client
and or its Members during the relevant calendar month. The term “Available operating hours” means the
agreed upon operation hours with subtraction of hours where the system or a part of it cannot be used for error
free operation due to errors in the delivery, or where the response times do not fulfill the requirements.

Operational hindrances, which the Client can be held responsible for, or disturbances from external sources -
like power failure, errors in public data transmission network, etc. - are not subtracted from the available
operation hours.

The agreed upon operation hours is defined as 24 hours per day, 365 days per year minus planned hours
where the hosted solution or service is taken down for maintenance.

EonX Australia is not liable for errors made worse as a result of a failure by the Client to timely notify EonX
Australia of alarms or errors in the system, or if the Client fails to take appropriate corrective action in
accordance with the standard maintenance instructions, resulting in an error or outage.

5.2 Backup and Restore plan

All services covered by this Service Level Agreement are backed up every day.
The backup data is placed at a secure external location to ensure data separation. EonX Australia will store

backup data for no more and no less than 7 days.

If it is deemed necessary to restore service data from a backup, the restore process can impact the service
availability for up to 2 working days.

The objective of the backup and restore plan is to ensure that EonX Australia is able to respond to a disaster
or other emergency that affects information systems and minimize the effect on the operation of the business.

5.3 Service Windows

Maintenance window

Standard server maintenance window is scheduled for the last Sunday in each month.
Environment: 10.00pm — 04.00am AEST
To ensure stability and minimum impact on production environment the timing and planning of modifications

in the production environments are coordinated internally in EonX according to ITIL Change Management
procedure.



Upgrade window

This window is planned according to the roadmap for the product or service in question and is communicated
via official release notes or service notifications to the Client.

To ensure minimum impact on other processing activities the timing and planning of modifications in the
production environments are coordinated internally in EonX according to ITIL Change Management
procedure.

5.4 Communication about emergency maintenance.

In case of emergency maintenance due to fatal errors in the production system or fatal errors in the software,
an emergency service window will be communicated to the Client.

5.5 Communication about disturbance ordowntime

In case of unscheduled downtime or instability of the services covered by the current Service Level
Agreement, information will be communicated to the Client.
The communication will contain the following information:
5.5.1 A timestamp of the downtime orinstability.
552 A description of the impact on the Client’s services or configuration.

553 An estimated resolution time.



