
 

  
 

 
 
The following discussion and analysis is the responsibility of management. The Board of Directors carries out its 
responsibility for review of the disclosure principally through its audit committee, comprised exclusively of 
independent directors. The audit committee reviews this disclosure and recommends its approval by the Board of 
Directors. The management’s discussion and analysis (MD&A) is prepared to conform to National Instrument 51–
102F1 and has been approved by the Board of Directors. This MD&A should be read in conjunction with Blockchain 
Venture Capital Inc.’s ("BVCI" or the "Company") interim condensed financial statements for the nine months ended 
September 30, 2023 together with the accompanying notes. Such financial statements have been prepared in 
accordance with International Financial Reporting Standards (“IFRS”) as issued by the International Accounting 
Standards Board (“IASB”) and interpretations of the International Financial Reporting Interpretations Committee 
(“IFRIC”). The preparation of financial statements in accordance with IFRS requires the Company to make estimates 
and assumptions concerning the future. The Company’s management reviews these estimates and underlying 
assumptions on an ongoing basis, based on experience and other factors, including expectations of future events that 
are believed to be reasonable under the circumstances. Revisions to estimates are adjusted for prospectively in the 
period in which the estimates are revised. Estimates and assumptions where there is significant risk of material 
adjustments to assets and liabilities in future accounting periods include the fair value measurements for financial 
instruments, the recoverability and measurement of deferred tax assets, fair value measurements of shares–based 
payments and contingent liabilities. 
 
This MD&A is prepared as of November 27, 2023. 
 
Forward Looking Statements 
 
Certain statements contained in the report constitute forward–looking statements. When used in this document the 
words “anticipate”, “believe”, “estimate”, “expect”, “plan”, “future”, “intend”, “may”, “will”, “should”, “predicts”, 
“potential”, “continue”, and similar expressions, as they relate to BVCI or its management, are intended to identify 
forward–looking statements. Such statements reflect current views of BVCI with respect to future events and are 
subject to certain known and unknown risks, uncertainties and assumptions. There can be no assurance that such 
statements will prove to be accurate and actual results and future events could differ materially from those anticipated 
in such statements. Factors that could cause actual results or events to differ materially from current expectations 
include, among other things, changes in legislation governing digital currency and blockchain technology, market 
demand for blockchain and distributed ledger technology, uncertainties relating to the availability and costs of 
financing needed in the future, the capital and operating costs varying significantly from estimates, delays in the 
development of projects, as well as those risk factors discussed or referred to herein, including those set forth under 
the heading "Risks and Uncertainties". Should one or more of these risks or uncertainties materialize, or should 
assumptions underlying the forward looking statements prove incorrect, actual results may vary materially from those 
described herein as anticipated, believed, estimated or expected. Unless required by law, the Company undertakes 
no obligation to update forward–looking statements if circumstances or management's estimates or opinions should 
change. Accordingly, readers are cautioned not to place undue reliance on forward–looking statements. 

Management’s Discussion and Analysis 
Nine Months Ended September 30, 2023 



 

Description of Business 
 
Blockchain Venture Capital Inc. (“BVCI” or the “Company”) is a provider of an innovative technology infrastructure to 
participants in the emerging blockchain and ledger technology industry. Instrumental to BVCI’s business and growth 
strategy is BVC Chain, a proprietary blockchain platform and ledger technology which serves as a platform and 
infrastructure for BvcPay and CADT, as well as the potential future development of a multitude of blockchain platform–
based solutions, products and services. Collectively, BVC Chain, BvcPay and CADT strategically position BVCI to 
capture the full value chain resulting from the transitioning of data and other financial assets to a blockchain platform 
and ledger, and the new paradigm of conducting business that utilize such technologies.  
 
BVCI was incorporated on June 18, 2018 under the Business Corporations Act (Ontario), and has its head office at First 
Canadian Place, 100 King Street West, Suite 56093 & 56094, Toronto, Ontario, M5X 1C9. 
 
On August 3, 2022, the Company filed articles of amalgamation in connection with its RTO (as defined below). 
 
BVCI has long been aware that Canadian securities regulators perceive fiat-anchored stablecoins, such as CADT, to 
potentially be securities or derivatives. This understanding is the result of ongoing discussions between BVCI and its 
principal securities regulator that have taken place over the past few years. The publication on February 22, 2023 of CSA 
Staff Notice 21-332 titled 'Crypto Asset Trading Platforms: Pre-Registration Undertakings – Changes to Enhance 
Canadian Investor Protection' has only reaffirmed this understanding. BVCI has made the strategic decision to treat 
CADT as a security. This necessitates compliance with prospectus and registration requirements when distributing 
CADT, or the use of an applicable exemption. At present, BVCI is not pursuing registration as a securities dealer, but 
instead is operating under an exemption within securities law that allows it to carry out all CADT trades via a registrant, 
in this case, KVB Canada Inc., (“KVB”) a registered Exempt Market Dealer. 
 
As of the date hereof, KVB is not permitted to trade CADT and until it is, BVCI is only permitted to issue and redeem 
CADT for internal testing purposes. Once KVB has been approved to trade CADT, all trading of CADT will be conducted 
through KVB and the KVB Wallet, in adherence to the dealer registration exemption provided under the securities laws 
of Alberta, British Columbia, and Ontario. Furthermore, BVCI intends to leverage the accredited investor and offering 
memorandum exemptions from the prospectus requirement, enabling the public distribution of CADT without the need 
for a prospectus filing. Specifically, BVCI is dedicated to preparing and maintaining a current offering memorandum 
and complying with all requirements of the offering memorandum exemption, as outlined in National Instrument 45-106 
Prospectus Exemptions. 
 
Going Concern 
 
These financial statements have been prepared in accordance with International Financial Reporting Standards (“IFRS”) 
applicable to a going concern, which contemplates that the Company will be able to realize its assets and discharge its 
liabilities in the normal course of business. The Company has no source of operating revenues and its ability to operate 
as a going concern in the near-term will depend on its ability to successfully raise additional financing and to commence 
profitable operations in the future. These financial statements do not purport to give effect to adjustments, if any, that 
may be necessary should the Company be unable to continue and therefore, be required to realize its assets and discharge 
its liabilities in a manner other than in the ordinary course of business. These circumstances create material uncertainties 
that cast significant doubt on the Company's ability to continue as a going concern. 
 
Overall Performance 
 
As at September 30, 2023, the Company has negative working capital of $2,562,931, compared to negative working 
capital of $1,593,041 as at December 31, 2022. Working capital increased during the nine months ended September 30, 
2023 from cash provided by financing activities of $3,271,212, and decreased by cash used in operating activities of 
$3,313,708, which was primarily comprised of the net loss of $3,316,801 incurred.  
 
Commercial operations in respect of the blockchain platform have not yet commenced, and the Company has not yet 
begun to generate revenue from the platform.  
 
Management intends to continue financing operations through equity financings until such time as the blockchain 
platform commences operating. 



 

 
Business Development 
 
1: BVCI had multiple discussions with a few licensed cryptocurrency exchanges and extended the intentions to get CADT 
listed on their platforms, we received positive feedback and some of them has considered the listing, trading of CADT 
and will build CADT into its ecosystem, BVCI will continue the preliminary discussions with them 
 
2: BVCI received the Fintech delegation from Invest HK of Hong Kong Administration in March 2023 who expressed 
the intention to invite BVCI to expand business and deploy stablecoin solutions in Hong Kong.  BVCI also indicated the 
interest to apply for registration in Hongkong and probably seek public listing on Hong Kong stock exchange if the new 
listing rules apply for BVCI. 
 
3: BVCI visited New York City in mid April and discussed with the law firm and banker to explore the possibilities to 
expand business in NYC, the law firm agreed to be partner with BVCI and opened the discussions for the potential joint 
partnership to launch investment fund for future M&A and fundraising for BVCI. 
 
4: BVCI has entered into preliminary discussion with a top brokerage firm who is interested with the brokership role for 
BVCI and stablecoin registration and circulation in American market. 
 
BVCI intends to have three  business divisions: (i) BVC Chain, pursuant to which BVCI intends to provide an innovative, 
fee-based technology infrastructure solution and service to organizations and other business participants in the emerging 
blockchain and ledger technology industry; (ii) BvcPay, which is intended to provide a cloud-based mobile application 
that functions as a digital asset wallet, and which can facilitate point of sale and online transactions over the BVC Chain 
using Bitcoin, Ethereum, CADT and Canadian Dollars; and (iii) The issuance of CADT, a cryptographic stablecoin 
supported on a 1:1 basis with an equivalent amount of Canadian dollars held in a custodial account maintained by 
Equitable Bank (formerly Wyth Trust and Concentra Trust).  
 
Development of the BVC Chain technology, as well as BvcPay and CADT, was completed pursuant to  a Blockchain 
Technology Service Purchase Contract dated November 10, 2018 between Hengwell Information Technology Co. Ltd. 
(“Hengwell”) and BVCI, as subsequently replaced by a Software Development Agreement dated November 1, 2020 
between Hengwell and BVCI (the “Development Agreement”) and the Blockchain Software Maintenance and Support 
Agreement dated November 1, 2020 between BVCI and Hengwell (the “Maintenance Agreement”). The Development 
Agreement provided for a purchase price for the work product of $1,200,000, and a provision that allowed BVCI to pay 
such amount by way of a promissory note.  As all work was completed under the Development Agreement, BVCI issued 
the Promissory Note, dated November, 2018 to Hengwell in the amount of $1,200,000.  The Promissory Note is 
unsecured, does not bear interest, and is repayable on or before November 10, 2023. On November 7, 2019, BVCI 
entered into a set-off agreement with Hengwell whereby 378,000 BVCI common shares were issued to Hengwell in 
exchange for the settlement of $200,000 of the principal amount owing under a promissory note. As at September 30, 
2022, $750,000 remained owing under the promissory note. Pursuant to the Maintenance Agreement, Hengwell 
developed BvcPay and CADT on behalf of BVCI, and is to provide 24/7 maintenance and support services to BVCI, 
resolve any service incidents reported by BVCI, develop corrections, bug fixes, improvements and enhancements with 
respect to such technology, and provide new and/or updated documentation to reflect maintenance and further updates 
or changes to such technology, as well as provide training to BVCI’s representatives. The Maintenance Agreement 
provides for annual fee of $24,000. 
 
Through collaboration with its counsel and its principal regulator, BVCI plans to obtain appropriate approvals that will 
allow BVCI to carry out its CADT related business. BVCI intends to have CADT trading occur through entities (via 
the BVC Chain (as defined below)) authorised under applicable securities laws to trade CADT. BVCI has entered into 
a dealer services agreement (“Dealer Services Agreement”) with KVB pursuant to which CADT trading may occur 
through KVB; however, there is no assurance that the outstanding conditions precedent in KVB’s favour contained in 
the Dealer Services Agreement which permit KVB to trade CADT will be satisfied. Accordingly, there is no assurance 
BVCI will be able to pursue its proposed CADT business or any related BvcPay business that relies on CADT. The 
business that BVCI is currently capable of carrying out is limited to its BVC Chain business division. BVCI continues 
to support KVB as KVB seeks applicable regulatory approvals to distribute CADT. BVCI and KVB are working 
together to to develop the BvcPay wallet to improve functionality to support regulatory compliance.  



 

The following table describes BVCI’s business objectives that it expects to accomplish in the next 12 months. The 
following costs remain the same as presented in the management’s discussion and analysis as of August 29, 2022, as the 
company continues to pursue permission to begin issuing CADT from the applicable securities commissions. 
 

Business Objective Milestones 

Estimated Costs 
related to 
Business 
Objective 

Time to complete  

Grow BvcPay User base 
 

Obtain 300,000 registered Users  $500,000 12 months 

Build out BVC Chain 
ecosystem with 10 
additional solutions or 
services implemented on it 
for customers. 

8 non-binding memorandums of 
understanding (MOUs) are in place 
with prospective customers in relation 
to BVC Chain solutions related to:   
1) E-commerce portal(1) 
2) Culture intellectual property 

protection(2) 
3) Fintech and banking solutions(3) 

BVCI intends to take steps to try to 
convert such MOUs into and 
otherwise secure definitive binding 
contracts, and then implement the 
applicable solution on behalf of the 
client. 
 

 $500,000 6 to 12 months 

Become a major payment 
solution provider in North 
America 
  

Establish relationships with merchants 
such as retail/wholesale, international 
trades, vendors, restaurants, banks and 
cities.  
Attend trade shows hosted by The Real 
Home Expo, the Canadian 
International Automobile (Toronto) 
Show, and Trillium Automobile 
Dealers Association et cetera. 
Working with a “Point of Sale” 
technology developer to implement 
BvcPay into restaurant chain by 
adding BvcPay to the hardware of that 
developer which is used by the 
restaurant chain. 
Enter agreements with “Point of Sale” 
(POS) processing companies to 
integrate BvcPay into POS hardware. 

 $300,000 12 months 

Obtain registration as an 
exempt market dealer under 
applicable securities laws 
(or satisfy applicable 
regulatory requirements to 
sell CADT). 

Take such steps as may be reasonably 
necessary with the intent of addressing 
any regulatory concerns in respect of 
the pending application. 

$50,000 unknown(4) 

Complete work required 
under the Dealer Services 
Agreemen 

Develop KVB Wallet (based on 
proprietary BvcPay technology), and 
generally satisfy KVB that such wallet 
functions in a manner that complies 
with applicable securities laws. 

$10,000 1 month 

 
Notes: 
 



 

(1) Ecommerce portal solutions contemplated by the MOUs generally relate to implementing faster, modern and 
efficient payment solutions for prospective client’s e-commerce business by integrating the prospective client’s 
internal computer software into the BVC Chain via an application program interface to allow it to accept 
payments from its clients via an internet portal and via the BVC Chain. One such prospective client sells 
hardware, construction materials, décor and other various items through its website. A second prospective client 
operates an online food delivery platform.  
 

(2) Cultural intellectual property protection contemplated by one MOU relates to development of non-fungible 
tokens (NFTs) for a prospective client’s film production company. Certain non-fungible tokens may constitute 
securities and/or derivatives under applicable securities laws, which  may affect the ability of the prospective 
client to successfully develop or deploy the work contemplated under this MOU.  
 

(3) The fintech and banking solutions contemplated by the MOUs generally relate to the following: (i) integrating 
BVCPay and / or CADT into current payment processing payment systems of prospective client’s payment 
channels and systems; (ii) providing payment solution services directly to a prospective client that is a retailer 
or wholesaler, which may include integrating the prospective client’s computer software program(s) into the 
BVC Chain, integrating BVC Pay, and or CADT such that its clients and other service provides can settle 
transactions between them. In one specific case, the applicable MOU relates to enhancing the prospective 
clients currency exchange business through the use of CADT.  In another specific case, the MOU relates to 
integrating CADT into the prospective client’s other payment solutions that it provides to its clients. 
 

(4) As KVB’s ability to trade CADT on behalf of BVCI is currently subject to the approval of the applicable 
securities regulators or regulatory authorities, there is no assurance that KVB will be permitted to trade CADT 
at all. 
 

Results of Operations 
 
Nine Months Ended September 30, 2023 and 2022 
 
During the nine months ended September 30, 2023, net loss was $3,316,801 compared to $5,298,427 for the nine 
months ended September 30, 2022.  
 
Net loss is primarily comprised of the following: 
 

• Listing expense of $2,622,179 was a one-time expense incurred on the amalgamation with Flexwork in 2022, 
which represents the difference between the purchase price and the net assets acquired. For accounting 
purposes, the purchase price is considered to be $2,624,527, being the fair value of the shares issued to 
Flexwork shareholders and replacement options granted to the former Flexwork directors. Net assets acquired 
were $2,348, representing minor working capital balances at the time of amalgamation. 
 

• Office and general expenses of $1,880,319 were incurred in the nine months ended September 30, 2023 (2022 
– $675,662), which is comprised of advertising and promotion of $1,342,954 (2022 – $351,524), rent of 
$48,465 (2022 – $64,674), investor relations of $265,675 (2022 – $113,563), insurance expense of $33,937 
(2022 – $29,240), and other items such as transfer agent fees, office supplies, travel, telephone, listing fees, 
bank charges, meals and entertainment, computer and internet expenses totaling $189,288 (2022 – $116,661). 
The increase to advertising fees related to marketing fees paid to bring users to the platform, the sponsorship 
of Trillium Automotive Dealers Association, pursuing a listing on VirgoCX cryptocurrency exchange, 
attendance at the Ontario Pavilion of the Collision Conference for start-up businesses attended by the federal 
and provincial trade ministers, and amounts paid for future implementation of CADT with seafood 
wholesalers, grocery wholesalers, and telecommunication providers. 
 

• Salaries and wages expense of $350,980 was incurred for the nine months ended September 30, 2023 (2022 – 
$313,784) which includes salaries for the President of $108,000 (2022 – $80,000) and for other staff. As at 
September 30, 2023 and 2022, the company has 5 full-time staff members. 

 
• Professional fees of $310,758 were incurred in the nine months ended September 30, 2023 (2022 – $870,792), 

which are comprised of legal fees for the Company’s registration application, continuous disclosures, and 



 

ongoing work on the arrangement with KVB Financial totaling $226,008 (2022 – $650,797) as well as 
accounting and audit fees of  $84,750 (2022 – $219,995) relating primarily to the CFO’s services and in 2022, 
a technology audit that was conducted on the blockchain. 
 

• Blockchain costs of $400,572 were incurred for the nine months ended September 30, 2023 compared to 
$487,246 for the nine months ended September 30, 2022. Blockchain costs are primarily consulting fees 
incurred to financial consultants as well as the Company’s partner KVB in relation to its BvcPay app. 
 

• Share-based payments totaled $37,358 for the nine months ended September 30, 2023 (2022 – $32,932), which 
represent the value of options granted to officers, directors, and consultants under the company’s incentive 
stock option plan. The expense for the nine months ended September 30, 2023 primarily relates to options 
granted June 26, 2023, while the expense for the nine months ended September 30, 2022 primarily relates to 
options granted August 31, 2020. 

 
• Trustee fees of $211,028 were incurred for the nine months ended September 30, 2023 and 2022, which were 

paid to Concentra Trust for administration of custodial funds for the CADT stablecoin. Fees are charged at the 
rate of $23,447 per month. 
 

• Blockchain service fees of $20,000 were incurred for the nine months ended September 30, 2023 (2022 – 
$30,000), which were paid to the vendor of the core blockchain technology, for 24/7 support and continuing 
development and service work provided by the vendor. 
 

• Accretion expense of $50,876 was incurred in the nine months ended September 30, 2023 (2022 – $48,857), 
in respect of the Company’s long-term debt due to the vendor of its core blockchain technology and during 
the nine months ended September 30, 2022, on the CEBA loan due to the Government of Canada. Accretion 
is accrued at the rate of 10% per annum until the maturity of the long-term debt, which is due November 10, 
2023. 
 

• Interest expense of $54,910 was incurred in the nine months ended September 30, 2023 (2022 – $5,947) on 
the advances from the President of the Company. Interest expense increased in 2023 compared to the previous 
year since the balance on the advances from shareholder increased from $155,647 as at September 30, 2022 
to $1,211,717. 

 
Loss per share was $0.12 for the nine months ended September 30, 2023, compared to $0.22 for the nine months ended 
September 30, 2022. 
 
Three Months Ended September 30, 2023 and 2022 
 
During the three months ended September 30, 2023, net loss was $859,701 compared to $3,969,908 for the three months 
ended September 30, 2022.  
 
Net loss is primarily comprised of the following: 
 

• Listing expense of $2,622,179 was a one-time expense incurred on the amalgamation with Flexwork in 2022, 
which represents the difference between the purchase price and the net assets acquired. For accounting 
purposes, the purchase price is considered to be $2,624,527, being the fair value of the shares issued to 
Flexwork shareholders and replacement options granted to the former Flexwork directors. Net assets acquired 
were $2,348, representing minor working capital balances at the time of amalgamation. 

 
• Office and general expenses of $267,970 were incurred in the three months ended September 30, 2023 (2022 

– $450,584), which is comprised of advertising and promotion of $126,320 (2022 – $282,331), rent of $17,505 
(2022 – $18,084), investor relations of $33,900 (2022 – $79,663), insurance expense of $9,594 (2022 – 
$9,634), and other items such as transfer agent fees, office supplies, travel, telephone, listing fees, bank 
charges, meals and entertainment, computer and internet expenses totaling $80,651 (2022 – $60,872). The 
increase to advertising fees related to marketing fees paid to bring users to the platform, the sponsorship of 
Trillium Automotive Dealers Association, pursuing a listing on VirgoCX cryptocurrency exchange, attendance 



 

at the Ontario Pavilion of the Collision Conference for start-up businesses attended by the federal and 
provincial trade ministers, and amounts paid for future implementation of CADT with seafood wholesalers, 
grocery wholesalers, and telecommunication providers. 
 

• Salaries and wages expense of $145,154 was incurred for the three months ended September 30, 2023 (2022 
– $98,464) which includes salaries for the President of $36,000 (2022 – $32,000) and for other staff. As at 
September 30, 2023 and 2022, the company has 5 full-time staff members. 

 
• Professional fees of $69,170 were incurred in the three months ended September 30, 2023 (2022 – $453,643), 

which are comprised of legal fees for the Company’s registration application, continuous disclosures, and 
ongoing work on the arrangement with KVB Financial totaling $40,920 (2022 – $299,849) as well as 
accounting and audit fees of  $28,250 (2022 – $153,793) relating primarily to the CFO’s services and in 2022, 
a technology audit that was conducted on the blockchain. 
 

• Blockchain costs of $219,560 were incurred for the three months ended September 30, 2023 compared to 
$238,707 for the three months ended September 30, 2022. Blockchain costs are primarily consulting fees 
incurred to financial consultants as well as the Company’s partner KVB in relation to its BvcPay app. 
 

• Share-based payments totaled $34,884 for the three months ended September 30, 2023 (2022 – $13,588), 
which represent the value of options granted to officers, directors, and consultants under the company’s 
incentive stock option plan. The expense for the three months ended September 30, 2023 primarily relates to 
options granted June 26, 2023, while the expense for the three months ended September 30, 2022 primarily 
relates to options granted August 31, 2020. 
 

• Trustee fees of $70,343 were incurred for the three months ended September 30, 2023 and 2022, which were 
paid to Concentra Trust for administration of custodial funds for the CADT stablecoin. Fees are charged at the 
rate of $23,447 per month. 
 

• Accretion expense of $17,145 was incurred in the three months ended September 30, 2023 (2022 – $16,455), 
in respect of the Company’s long-term debt due to the vendor of its core blockchain technology and during 
the three months ended September 30, 2022, on the CEBA loan due to the Government of Canada. Accretion 
is accrued at the rate of 10% per annum until the maturity of the long-term debt, which is due November 10, 
2023. 
 

• Interest expense of $35,475 was incurred in the three months ended September 30, 2023 (2022 – $5,947) on 
the advances from the President of the Company. Interest expense increased in 2023 compared to the previous 
year since the balance on the advances from shareholder increased from $155,647 as at September 30, 2022 
to $1,211,717. 

 
Loss per share was $0.03 for the three months ended September 30, 2023, compared to $0.16 for the three months 
ended September 30, 2022. 
 
Outstanding Debts 
 
Outstanding debts are comprised of a loan payable of $40,000 long-term debt of $750,000, and advances from the 
President of $1,211,717 as at September 30, 2023.  
 
Both the loan payable and long-term debt are unsecured and are stated at the present value of the principal amounts, 
utilizing a discount rate of 10% per annum, and are presented as current liabilities on the statement of financial position 
as they have reached the final year of their duration. 
 
Loan Payable 
 
The loan payable was received from to the Government of Canada under the Canadian Emergency Business Account 
(“CEBA”) program and is due December 31, 2023. Under the CEBA program, the Government of Canada will forgive 
$20,000 of the original principal of $60,000, assuming that the loan is repaid before its due date of December 31, 2023.  
 



 

At the time the CEBA loan was received, the due date was December 31, 2022, however on January 12, 2022, the 
Government of Canada announced an automatic extension of 1 further year, such that the loans would not be due until 
December 31, 2023.  
 
The Company recognized income of $27,867 in its financial statements during the year ended December 31, 2020, 
representing the forgivable portion of $20,000, as well as $7,867 as the present value of the interest-free portion. The 
Company intends to settle the debt before the due date in order to ensure it receives the forgivable amount.  
 
On December 31, 2022, the Company completed its amortization of the interest-free portion, and the carrying value of 
the loan payable as at September 30, 2023 and December 31, 2022 is $40,000. 
 
Long-Term Debt 
 
The long-term debt is an amount payable on the purchase of the Company’s core blockchain technology, to the vendor 
Jiangsu Hengwell Information Technology Co. Ltd. (“Hengwell”), and is due November 10, 2023. The long-term debt 
was recognized as a liability of $745,106 at the time of purchase, on November 10, 2018, for the present value of the 
purchase price of $1,200,000 over a 5-year term. 
 
On November 7, 2019, the Company settled $200,000 of the principal of the debt by way of a set-off agreement, whereby 
378,000 common shares of the Company were issued to Hengwell. The Company recognized a loss on early settlement 
of $63,397 in its financial statements for the year ended December 31, 2019, being the difference between the carrying 
value of $136,603 and the settled principal amount of $200,000. 
 
On September 29, 2021, the Company repaid $250,000 of the principal of the debt, and recognized a loss on early 
settlement of $45,642 in its financial statements for the year ended December 31, 2022, being the difference between the 
carrying value of $204,358 and the settled principal amount of $250,000. 
 
Accretion expense was $50,876 for the nine months ended September 30, 2023 and was $46,253 for the nine months 
ended September 30, 2022 in respect of this long-term debt. 
 
The carrying value of the remaining principal of $750,000 as at September 30, 2023 is $742,465. 
 
On November 10, 2023, the 5-year term of this long-term debt ended and as at November 27, 2023, the date of this 
MD&A, the long-term debt is past due and remains outstanding. 
 
Advances from Shareholder 
 
The Company received advances from its President for general working capital purposes beginning on June 29, 2022. 
These advances are unsecured, interest-bearing at 15% per annum, and were initially due June 29, 2023. The lender has 
agreed to extend the due date of the advances by a further one year to June 30, 2024. 
 
During the nine months ended September 30, 2023, further net advances of $992,212 were received, and interest incurred 
on the advances totaled $54,910. As at September 30, 2023, the balance of advances plus accrued interest outstanding 
was $1,211,717. 
 
Discussion of Operations 
 
The Company is in an early stage of development and as of the date hereof has no revenue.  As a result, there are no 
costs of sales or gross profits to report.  This year, the Company has been focused on building a relationship with a a 
payment service provider, securing regulatory approval for its CADT business line and raising funds pursuant to various 
private placements in order to cover the cost of operating expenses. In the near future, the Company plans to organize 
and conduct a marketing campaign in an effort to bring users onto the Company’s platform. Effective July 20, 2020, the 
Company entered into a custodial agreement (“Custodial Agreement”) with Concentra Trust, a federal trust company 
incorporated pursuant to the laws of Canada.  Users who purchase the Company’s stablecoin CADT will deposit 
Canadian dollar funds with the Company, who is holding funds in trust for the benefit of the users. Under the terms of 
the Custodial Agreement, the Company has nominated Concentra Trust as its agent to hold the Canadian dollar funds 
representing corresponding CADT issued to users. 



 

 
  



 

Summary of Quarterly Results 
 
The Company’s selected quarterly results for the eight most recently completed interim financial periods are as follows. 
 

Quarter Q3 Q2 Q1 Q4 Q3 Q2 Q1 Q4 
Fiscal Year 2023 2023 2023 2022 2022 2022 2022 2021 
Net loss (859,701) (1) (992,426)(2) (1,464,674)(3) (1,800,098)(4) (3,969,908)(5) (630,987)(6) (697,532)(7) (1,026,614)(8) 
Loss per share (0.03) (0.04) (0.06) (0.09) (0.16) (0.03) (0.03) (0.04) 

 
(1) Decrease from prior quarter was $132,725 and was primarily due to a decrease of $332,915 in office and general, 

particularly for advertising expenses related to the timing of expenses, which was offset by an increase in 
blockchain consulting costs of $136,671. 
 

(2) Decrease from prior quarter was $472,248 and was primarily due to a decrease of $410,579 in office and general, 
particularly for advertising expenses related to the timing of expenses. 
 

(3) Decrease from prior quarter was $335,424 and was primarily due to a decrease of $306,236 in professional fees, 
particularly legal fees related to the timing of work on registration matters and public company matters. Other 
notable fluctuations included an increase in office and general expenses related to marketing activities of 
$69,503, and a decrease of $127,245 in respect of consulting fees paid for blockchain implementation costs. 
 

(4) Decrease from prior quarter was $2,169,810 and was primarily due to the one-time listing expenses of 
$2,622,179 related to the amalgamation of Flexwork that occurred in Q3, as well as an increase of $485,430 in 
office and general expenses related to marketing activities and a decrease of $62,102 in professional fees related 
to the timing of work on registration matters and public company matters. 
 

(5) Increase from prior quarter was $3,338,921 and was primarily comprised of a listing expense of $2,622,179 
related to the amalgamation of Flexwork, as well as an increase in office and general expense of $372,810 
related to marketing activities, an increase in blockchain costs of $109,154 related to consulting fees paid, and 
an increase to professional fees related to legal fees in connection RTO. 
 

(6) Decrease from prior quarter was $66,545 and was primarily comprised of a decrease in office and general 
expenses of $57,636, and a decrease in professional fees of $20,014, since fewer expenses and legal services 
were incurred during this quarter.  
 

(7) Decrease from prior quarter was $329,082 and was primarily comprised of a decrease in stock-based 
compensation of $111,000 since no warrants were issued in Q1, a decrease in professional fees of $78,604, a 
decrease in office and general expenses of $67,439, and a decrease in blockchain service fees of $65,000 since 
fewer legal services, blockchain service fees and other activities occurred during this quarter. 
 

(8) Increase from prior quarter was $529,455 and was primarily comprised of an increase in professional fees of 
$116,281 due to additional work on the company’s prospectus and year-end audit fees, an increase of $145,636 
in office and general related to advertising, an increase of $59,850 in salaries and wages due to hiring of 2 new 
staff members, and an increase of $95,000 for blockchain service fees due to the vendor of the core technologies. 
 

Liquidity and Capital Resources 
 
As at September 30, 2023, the Company has cash of $6,016 available to settle total and current liabilities of $2,620,719 
(December 31, 2022 – cash of $48,512 to settle total and current liabilities of $1,741,681).  
 
Included in total and current liabilities are advances from shareholder of $1,211,717 due June 30, 2024, long-term debt 
of $750,000 due November 10, 2023 and loan payable of $40,000 due December 31, 2023. Long-term debt is presented 
on the statement of financial position as at September 30, 2023, at its present value of $742,465 and as at December 31, 
2022 at its present value of $691,589. 
 
  



 

The Company does not currently have a recurring source of revenue and has incurred negative cash flows from operations 
since inception. As at September 30, 2023, the Company has negative working capital of $2,592,931 consisting of cash 
plus prepaids and deposits, less trade payables and the above-mentioned debts. All cash is held at a chartered bank in 
Canada and is unrestricted. 
 
Management intends to finance operations through continued equity financings until the Company’s blockchain platform 
is ready to operate, at which time it can begin earning revenue. 
 
The Company does not have bank debt or banking credit facilities in place as at the date of this report.  
 
Outstanding Share Data 
 
As at December 31, 2022, the Company had 26,552,219 common shares issued and outstanding. 
 
During the nine months ended September 30, 2023, the Company issued 1,572,000 common shares at $1.25 per share in 
private placements for gross proceeds of $1,965,000. 
 
During the nine months ended September 30, 2023, the Company issued 100,000 common shares pursuant to the exercise 
of stock options at $0.53 per share. 
 
As at September 30, 2023 and as at November 27, 2023, the date of this MD&A, the Company has 28,224,219 common 
shares issued and outstanding. 
 
On November 17, 2023, the Company announced that it plans to issue 1,422,000 common shares in a unit private 
placement at $0.50 per unit for gross proceeds of $711,000. 
 
Shares in Escrow 
 
In connection with the Company's listing on the CSE in August 2022, all common shares held by directors were placed 
into escrow and are to be released over 36 months. Of those shares, 10% were released on August 12, 2022 when the 
Company's shares began trading on the CSE, and 15% are to be released every six months thereafter. 
 
As at September 30, 2023, there are 9,055,909 common shares remaining in escrow pursuant to the CSE escrow 
agreement. 
 
Off-Balance Sheet Arrangements 
 
There were no off-balance sheet arrangements as at September 30, 2023.  
 
Transactions with Related Parties 
 
All transactions with related parties have occurred in the normal course of operations. The Company's related party 
transactions are as follows: 
 
(a) Key management personnel are those individuals having responsibility for planning, directing, and controlling 

the activities of the Company. BVCI considers its President to be the sole member of key management. The 
President is also a significant shareholder and is a director of the Company. Compensation paid to key 
management was expensed as follows in the statement of comprehensive loss: 
 
 2023 2022 
Salaries and benefits $ 108,000  $ 80,000  
Share-based payments  -   3,901  
 $ 108,000  $ 83,901  

  



 

(b) The Company has received advances from its President for general working capital purposes. These advances 
are unsecured, interest-bearing at 15% per annum, and were initially due on June 29, 2023. The lender agreed 
to extend the due date of the advances by a further one year to June 30, 2024. 

The following is a continuity of advances from shareholder: 

  2023 
Balance – December 31, 2022  $ 164,595  
Advances received, net of repayments   992,212  
Interest accrued   54,910  
Balance – September 30, 2023  $ 1,211,717  
 

(c) During the nine months ended September 30, 2023, the Company incurred advertising expenses of $10,000 
(2022 – $73,949) to The Justin Poy Agency, which is a company controlled by a director. 

(d) During the nine months ended September 30, 2023, the Company incurred anti money laundering consulting 
fees of $15,571 (2022 – $12,529) to The AML Shop, which is a company controlled by a director. 
 

(e) During the nine months ended September 30, 2023, the Company incurred financial consulting fees of 
$101,700 (2022 – $50,000) to Oriental Source Inc., which is a company controlled by a director. 

 
Critical Accounting Judgments, Estimates, and Assumptions 
 
Preparation of financial statements in conformity with IFRS requires management to make judgments, estimates and 
assumptions that affect the application of accounting policies, the reported amounts of assets and liabilities, the disclosure 
of contingent assets and liabilities, and the reported amounts of revenues and expenses during the period. Estimates and 
assumptions are continuously evaluated and are based on management's experience and other factors, including 
expectations of future events that are believed to be reasonable under the circumstances. Uncertainty about these 
judgments, estimates, and assumptions could result in material adjustment to the carrying amount of the asset or liability 
affected in future periods. 
 
Significant areas of estimation uncertainty considered by management in preparing the financial statements are as 
follows: 
 
Going Concern 
 
Management has made an assessment of the Company’s ability to continue as a going concern and is satisfied that the 
Company has the resources to continue in business for the foreseeable future. However, material uncertainty exits that 
casts significant doubt upon the Company’s ability to continue as a going concern. 
 
Share-based Payments Expense 
 
The Company uses the Black-Scholes option pricing model to determine the fair value of options and warrants in order 
to calculate share-based payments expense. The Black-Scholes model involves six key inputs to determine fair value of 
an option or warrant: risk-free interest rate, exercise price, market price at the date of issue, expected dividend yield, 
expected life, and expected volatility. Certain of the inputs are estimates that involve considerable judgment and are or 
could be affected by significant factors that are out of the Company’s control. The Company is also required to estimate 
the future forfeiture rate of options based on historical information in its calculation of share-based payments expense. 
 
Recognition of Deferred Tax Assets 
 
Deferred tax assets are recognized in respect of tax losses and other temporary differences to the extent that it is probable 
that taxable profit will be available against which the losses can be utilized. Judgment is required to determine the amount 
of deferred tax assets that can be recognized, based upon the likely timing and level of future taxable profits, together 
with future tax planning strategies. These estimates will affect the reported amounts of deferred tax assets and expenses. 
  



 

Measurement of Long-term Debt and Loan Payable 
 
Long-term debt and loan payable are measured at the present value of the principal amount of the debt, using a discount 
rate which is an estimate of the Company's marginal borrowing rate. This estimate is highly subjective, given that the 
Company does not presently have any interest–bearing debt, and its actual borrowing rate may change over the period to 
maturity, given the nature of the Company's business and the market in which it operates. These estimates will impact 
the carrying value of long-term debt and accretion expense recognized 
 
Financial Risk Management 
 
Fair Values 
 
The Company's financial instruments consist of cash, accounts payable and accrued liabilities, advances from 
shareholder, loan payable, and long-term debt. The fair values of these instruments, except for loan payable and long-
term debt, approximate their carrying values due to the short–term nature of these instruments. The loan payable and 
long-term debt are carried at their present value, which is the discounted value of the cash flows required to settle the 
obligation. 
 
Liquidity Risk 
 
Liquidity risk is the risk that the Company will not be able to meet its obligations as they become due. The Company 
manages its liquidity risk by forecasting cash flows and anticipated investing and financing activities. Officers of the 
Company are actively involved in the review and approval of planned expenditures. As at September 30, 2023, the 
Company has liabilities of $2,620,719 due within twelve months and has cash of $6,016 to meet its current obligations 
(December 31, 2022 – current liabilities of $1,741,681 and cash of $48,512). The Company is a pre-revenue business 
and is dependent on raising money through equity financing to continue as a going concern. As a result, management 
has judged liquidity risk to be high. 
 
The following are the Company's financial obligations based on their due dates: 
 
 Payments due by period 

 
Less than 

1 year 
1 - 3 
years 

4 - 5 
years Total 

September 30, 2023     
Accounts payable $ 626,537  $ -  $ -  $ 626,537  
Advances from shareholder  1,211,717   -   -   1,211,717  
Loan payable  40,000   -   -   40,000  
Long-term debt  750,000   -   -   750,000  

 $ 2,628,254 $ -  $ -  $ 2,628,254 

December 31, 2022     
Accounts payable $ 845,497  $ -  $ -  $ 845,497  
Advances from shareholder  164,595   -   -   164,595  
Loan payable  40,000   -   -   40,000  
Long-term debt  750,000   -   -   750,000  

 $ 1,800,092 $ -  $ -  $ 1,800,092 
 
Credit Risk 
 
Credit risk is the risk of loss associated with a counter–party’s inability to fulfil its payment obligations. As at September 
30, 2023, the Company's maximum exposure to credit risk is $6,016 and is comprised of cash (December 31, 2022 – 
$48,512). All of the Company's cash is held in a chartered bank in Canada. Management has judged credit risk to be low. 
 
  



 

Management of Capital 
 
The Company includes the following in its managed capital: 
 

 
September 30, 

2023 
December 31, 

2022 

Share capital $ 11,586,289  $ 9,696,689  
Shares to be issued  261,000   -  
Reserves  722,097   556,339  
Deficit  (15,161,394)   (11,844,593)  

 $ (2,592,008)  $ (1,591,565)  
 
The Company's objectives in managing capital are to: 
 

(a) Ensure the Company maintains the minimum level of capital required to effectively operate its business; 
(b) Ensure the Company's ability to provide capital growth to its shareholders; and 
(c) Maintain a flexible structure that optimizes the cost of capital at acceptable levels of risk. 

 
To maintain its capital structure, the Company keeps all of its assets in very liquid form. The Company's primary sources 
of capital were proceeds from the issuance of shares. There were no changes in the Company's approach to capital 
management during the periods presented. The Company are not subject to externally imposed capital requirements. 
Management reviews its capital management approach on an ongoing basis and believes that this approach is reasonable 
given the relative size of the Company. 
 
The Board of Directors does not establish quantitative return on capital criteria for management, but rather relies on the 
expertise of the Company's management to sustain future development of the business. 
 
Segmented Information 
 
Reportable segments are defined as components of an enterprise about which separate financial information is 
available, that are evaluated regularly by the chief operating decision maker in deciding how to allocate resources and 
in assessing performance. 
 
All of the Company’s revenues are earned in Canada and all of the Company’s assets are located in Canada and 
accordingly, the Company has no segmented information to disclose. 
 
Significant Accounting Policies 
 
The same accounting policies and methods of computation were followed in the preparation of the interim financial 
statements for the nine months ended September 30, 2023 as were followed and are described in the audited financial 
statements as at December 31, 2022. 
 
  



 

Risk Factors 
 
An investment in Issuer Common Shares involves a high degree of risk and should only be considered by persons who 
can afford to lose their entire investment. The following are certain risk factors relating to an investment in Issuer 
Common Shares which prospective investors should carefully consider before deciding whether to purchase any Issuer 
Common Shares. The following information must be read in conjunction with the detailed information appearing the 
Listing Statement dated August 8, 2022. Such risk factors may have a material adverse effect on the financial position 
or results of operations of the Company or the value of the Company Common Shares.  
 
Due to the nature of the Company’s business and its present stage of development, prospective investors should carefully 
consider certain risks involved in an investment in the securities of the Company including: (i) the Company’s absence 
of any operating history; (ii) future capital needs and uncertainty of additional financing; (iii) the competitive nature of 
the industry; (iv) unproven market for the Company’s services; (v) the Company’s ability to evaluate and respond to 
market conditions; (vi) volatility of the Canadian Dollar exchange and public interest in Canadian Dollars; (vii) the need 
for the Company to manage its planned growth and expansion; (viii) action taken by regulatory authorities may limit the 
Company’s business and operations; (ix) lack of regulation and consumer protection; (x) the effects of product 
development and need for continued technology change; (xi) dependence on technical infrastructure; (xii) foreign growth 
restrictions; (xiii) currency trading risks; (xiv) protection of intellectual property rights; (xv) the effect of government 
regulation and compliance on the Company and the industry; (xvi) use and storage of personal information and 
compliance with privacy laws; (xvii) network security risks; (xviii) the ability of the Company to maintain properly 
working systems; (xix) market expansion risks; (xx) use of the Company’s services for improper or illegal purposes; 
(xxi) theft and risk of physical harm to personnel; (xxii) reliance on key personnel; (xxiii) customer complaints and 
negative publicity; (xxiv) global economic and financial market deterioration impeding access to capital or increasing 
the cost of capital; (xxv) volatile securities markets impacting security pricing unrelated to operating performance; (xxvi) 
dividend policy; (xxvii) concentration of control of the Company; and (xxviii) uninsurable risks. Prospective investors 
of securities of the Company should carefully consider the risks described below.  
 
The Company’s operations are high-risk due to the nature of the Company’s business and its present stage of 
development. The following describes some of the risks that could affect the Company and could materially affect the 
Company’s future operating results and could cause actual events to differ materially from those described in forward-
looking information relating to the Company. The Company may face additional risks and uncertainties other than those 
listed below (or elsewhere in this Application), including risks and uncertainties that are unknown to the Company and 
risks and uncertainties that the Company now believes to be immaterial, which could turn out to be material, that could 
have a material adverse effect on the business of the Company. If any of the risks described actually occur, the business, 
financial condition and/or results of operations of the Company could be materially adversely affected.  
 
Risks Related to the Company’s Business and Industry  
 
The Company’s CADT and BvcPay businesses are not currently operational and there is no assurance they will ever 
be operational 
 
To allow BVCI to carry out its CADT related business, it intends to obtain appropriate approvals from its principal 
regulator. Once BVCI obtains the appropriate approvals from the applicable securities regulators or the Company is 
otherwise satisfied that it can conduct such business in compliance with all applicable securities laws, BVCI intends to 
have CADT trading occur through a entities (via the BVC Chain) authorised under applicable securities laws to trade 
CADT. . BVCI has entered into a Dealer Services Agreement with KVB pursuant to which CADT trading may occur 
through KVB; however, there is no assurance that the conditions to the benefit of KVB in the Dealer Services Agreement 
that will permit KVB to trade CADT (namely, KVB obtaining consent from its principal regulator to trade CADT), will 
be satisfied. Accordingly, there is no assurance BVCI will be able to pursue its proposed CADT business or any related 
BvcPay business that relies on CADT. The business BVCI is currently capable of carrying out is limited to its BVC 
Chain business division, which is intended to provide fee based innovative technology infrastructure solutions and 
services to organizations and other business participants in the emerging blockchain and ledger technology industry. See 
“Government Regulation and Compliance” and “Reliance on Third-Party Service Providers” below for additional 
information.  
 
  



 

If BVCI does not obtain appropriate approvals set forth above, it would have a material adverse effect on BVCI’s business 
prospects, future cash flows and financial position.  
 
Absence of Operating History  
 
The Company has a limited operating history on which an investor might evaluate its performance. It is therefore subject 
to many of the risks common to early-stage enterprises, including under-capitalization, cash shortages, limitations with 
respect to personnel and financing sources and lack of revenues, any of which could have a material adverse effect on 
the Company and may force it to reduce or curtail its operations. The Company is not currently profitable and has incurred 
operating losses since its inception. There is no assurance that the Company will generate profits in the future, or that 
profitability will be sustained, and the likelihood of success must be considered in light of the early stage of its operations. 
Even if the Company accomplishes its objectives, it may not generate positive cash flows or profits.  
 
Although the Company anticipates earning revenue in the near future, it is also incurring substantial expenses in the 
establishment of its business. To the extent that such expenses do not result in revenue gains that are adequate to sustain 
and expand its business, the Company’s long-term viability may be materially and adversely affected. A significant 
portion of the Company’s financial resources have been and will continue to be directed to the development of its business 
and marketing activities. The success of the Company will ultimately depend on its ability to generate revenues and 
profits from its business. There is no assurance that the future expansion of the Company’s business will be sufficient to 
raise the required funds to continue the development of its business and marketing activities.  
 
There can be no assurance that the Company will be successful in developing and marketing BvcPay and CADT in a 
timely manner or at all, or that the solutions and services will adequately address market demands. Market acceptance 
and adoption of these products will depend on, among other things, these products and the related solutions they provide 
demonstrating a real advantage over existing products and services, the success of our sales and marketing teams in 
creating awareness of these products, competitive pricing of such solutions and services, customer recognition of the 
value of our technology and the general willingness of potential customers to try new technologies. In particular, if we 
are unable to achieve sufficient market adoption of the BVC Chain, our growth strategy may be adversely affected.  
 
It is possible that BvcPay will not be adopted by a large number of Users. Such a lack of use or interest may result in 
insufficient demand for the BvcPay business to be commercially viable, which could have an adverse effect on the 
Company’s business, financial condition and results of operation.  
 
The digital currency is a new and rapidly evolving industry, and the viability and future growth of the industry and 
adoption of digital currencies and the underlying technology is subject to a high degree of uncertainty, including based 
upon the adoption of the technology and regulation of the industry, among other factors. Because the sector is relatively 
new, additional risks which are not yet known or quantifiable may exist or materialize in the future.  
 
Operational Risk  
 
Operational risk is the risk of an adverse outcome resulting from inadequate or failed internal processes, people, systems 
or external events. The Company’s exposure to operational risk arises from routine processing errors, as well as 
extraordinary incidents, such as major systems failures or legal and regulatory matters. Because the Company’s business 
is reliant on both technology and human expertise and execution, the Company is exposed to material operational risk 
arising from a number of factors, including, but not limited to, human error, processing and communication errors, errors 
of third-party service providers, counterparties or other third parties, failed or inadequate processes, design flaws and 
technology or system failures and malfunctions.  
 
Operational errors or significant operational delays could materially negatively impact the Company’s ability to conduct 
its business or service its clients, which could adversely affect results of operations due to potentially higher expenses 
and lower revenues, create liability for the Company or its clients or negatively impact its reputation. Recurring 
operational issues may also raise concerns among regulators regarding the Company’s governance and control 
environment.  
 
  



 

The Company is establishing risk management and oversight policies and procedures to provide a sound operational 
environment for the types of risk to which it is subject, including operational risk and market risk. However, as with any 
risk management framework, there are inherent limitations to the Company’s current and future risk management 
strategies, including risks that it has not appropriately anticipated or identified and that certain policies may be 
insufficient when used in connection with the BVC Chain. Accurate and timely enterprise-wide risk information is 
necessary to enhance management’s decision making in times of crisis. If the Company’s risk management framework 
proves ineffective or if the Company’s enterprise-wide management information is incomplete or inaccurate, it could 
suffer unexpected losses or fail to generate the expected revenue, which could materially adversely affect its business, 
financial condition and results of operations.  
 
Future Capital Needs and Uncertainty of Additional Financing  
 
The Company currently anticipates that its cash balance will be sufficient to meet its presently anticipated working capital 
and capital expenditure requirements over the next 12 months. However, the Company may need to raise additional funds 
in order to support expansion, respond to competitive pressures, acquire complementary businesses or technologies or 
take advantage of unanticipated opportunities. The Company may be required to raise additional funds through public or 
private financing, strategic relationships or other arrangements. There can be no assurance that such additional funding, 
if needed, will be available on terms attractive to the Company, or at all. Furthermore, any additional equity financing 
may be dilutive to shareholders and debt financing, if available, may involve restrictive covenants. If additional funds 
are raised through the issuance of equity securities, the percentage ownership of the shareholders of the Company will 
be reduced, shareholders may experience additional dilution in net book value per share, or such equity securities may 
have rights, preferences or privileges senior to those of the holders of other shares in the capital of the Company. If 
adequate funds are not available on acceptable terms the Company may be unable to develop or enhance its business, 
take advantage of future opportunity or respond to competitive pressures, any of which could have a material adverse 
effect on the Company’s business, financial condition and operating results.  
 
Digital Assets and Blockchain Technology May Not be Widely Adopted  
 
Digital Currency is a new asset class that, as of yet, has not been widely adopted. The majority of the Company’s business 
will rely on the acceptance and use of CADT at a scale to create demand sufficient to make the Company’s business 
commercially viable. Though the Company believes that the anticipated benefits of Digital Currencies will create such 
demand, there can be no assurance that this will occur, or if it does occur that it will be in the near term.  
 
Furthermore, the growth of the blockchain industry in general, as well as the blockchain technology on which the 
Company relies, is subject to a high degree of uncertainty. The factors affecting the further development of blockchain 
technology and Digital Assets, include, without limitation:  
 

• worldwide growth in the adoption and use of Digital Assets and blockchain technology;  
• government and quasi-government regulation of Digital Assets and blockchain technology and their use, 

or restrictions on or regulation of access to and operation of blockchain technology or similar systems;  
• changes in consumer demographics and public tastes and preferences;  
• the availability and popularity of other forms or methods of buying and selling goods and services, or 

trading assets including new means of using government-backed currencies or existing networks;  
• general economic conditions and the regulatory environment relating to Digital Assets; and  
• a decline in the popularity or acceptance of Digital Assets.  

 
The blockchain industry as a whole has been characterized by rapid changes and innovations and is constantly evolving. 
Although it has experienced significant growth in recent years, the slowing or stopping of the development, general 
acceptance and adoption and usage of blockchain technology and Digital Assets may materially adversely affect the 
Company’s business plans.  
 
  



 

Unproven Market  
 
CADT will be a novel application of technology to the use of Canadian currency as a storage of value and a medium of 
exchange which aims to facilitate everyday transactions. There is currently no proven market for a service of this kind, 
and there can be no assurance that a market will develop in the near future, or at all. The Company is relying on its ability 
to convince customers that its services are an attractive alternative to other forms of transaction-accessible accounts (such 
as bank accounts, and competitor virtual payment solutions), and other stores of monetary value (such as currencies, 
commodities, equities, debt instruments, and ETFs). The Company believes that its assumptions and projections are 
reasonable, based on the proven markets for Canadian currency, and for internet-based payment settlement services, but 
there can be no assurance that this will be the case. Any failure to develop and sustain a market for the Company’s 
services could adversely affect the Company’s business, operations, and financial condition.  
 
Ability to Evaluate and Respond to Market Conditions  
 
The Company has no operating history, and operates in an evolving market that may not grow as expected. This limited 
operating history makes it difficult to effectively assess the Company’s future prospects. The Company’s business and 
prospects should be considered in light of the risks and difficulties that the Company may encounter in acquiring 
customers; offering a superior user experience; earning and preserving customers’ trust with respect to the security of 
their storage of Canadian funds, payment processing, and personal financial information; processing, storing, and using 
customers’ personal information in compliance with applicable privacy laws; complying with existing and new laws and 
regulations, which may be onerous; building and maintaining a scalable, high-performance technology infrastructure that 
can efficiently and reliably handle CADT transactions and payment processing; and international expansion. If the market 
for the services that the Company provides does not develop as expected, or if the Company fails to address the needs of 
this market, the Company’s business will be harmed. The Company may not be able to successfully address these risks 
and challenges, including those described elsewhere in these risk factors. Failure to adequately address these risks and 
challenges could harm the Company’s business and results of operations.  
 
As digital assets and blockchain technologies become more widely available, the services and products associated with 
them may evolve. In order to stay current with the industry, the Company’s business model may need to evolve as well. 
From time to time, the Company may modify aspects of its business model relating to its product mix and service 
offerings. Any such modifications we may make may not be successful and may result in harm to our business. We may 
not be able to manage growth effectively, which could damage our reputation, limit our growth and negatively affect our 
operating results.  
 
Interest in Canadian Dollars  
 
The development of the Company’s business depends on the interest of the public wishing to hold and transact in 
Canadian dollars. Accordingly, the Company’s ability to establish its business and become profitable depends on the 
public’s perception of Canadian dollars and on its future foreign exchange rate with other currencies, and will be 
significantly affected by changes in such foreign exchange rates. Foreign exchange rates can be subject to volatile price 
movements which can be material and occur over short periods of time, and which are affected by numerous factors, all 
of which are beyond the Company’s control. Such factors include, but are not limited to, interest rates, inflation or 
deflation, fluctuations in the value of the Canadian dollar and foreign currencies, global and regional supply and demand, 
speculative trading, and political and economic conditions. Such external economic factors are in turn influenced by 
changes in international investment patterns, monetary systems, the strength of and confidence in the Canadian dollar, 
and political developments. The effect of these factors on the value of the Canadian dollar (and hence the CADT), and 
therefore the economic viability of any of the Company’s business, cannot be accurately determined.  
 
  



 

Ability to Manage Growth 
 
The Company may experience rapid growth in the scope of its operations. Growth may result in increased responsibilities 
for the Company’s existing personnel, the hiring of additional personnel and, in general, higher levels of operating 
expenses. In order to manage its current operations and any future growth effectively, the Company will need to continue 
to implement and improve its operational, financial and management information systems, as well as hire, manage and 
retain its employees and maintain its corporate culture including technical and customer service standards. There can be 
no assurance that the Company will be able to manage such growth effectively or that its management, personnel or 
systems will be adequate to support the Company’s expansion. Any failure to implement cohesive and efficient operating, 
financial, and management information systems, to add resources on a cost-effective basis or to otherwise properly 
manage the Company’s expansion could have a material adverse effect on its business and results of operations.  
 
Lack of Regulation and Customer Protection 
 
The Company’s business is designed to be in full compliance with all legal and regulatory requirements of its Users, 
including anti-money laundering legislation and banking department recordkeeping requirements, as well as being fully 
integrated with the ability to check various worldwide watch lists for wanted criminals, terrorists and other sanctioned 
persons. Nevertheless, the fact that the Company is not a bank, investment dealer or trust company, may result in the 
business of the Company not being subject to a regulatory environment which is as extensive and robust as the regulatory 
environment for financial institutions. Furthermore, the Company does not have insurance through government 
sponsored programs or deposit insurance. The Company does not have insurance which protects User funds in the 
Custodial Account. Although Canadian money is held by the Custodian there can be no assurance that a third party will 
not claim an interest in such property in a legal proceeding or claim against the Company, the Custodian, or any of their 
respective affiliates.  
 
If the Company and/or any governmental agency believe that it has accepted capital contributions by, or is otherwise 
holdings assets of, any person or entity that is acting directly or indirectly in violation of any money laundering or 
corruption laws, rules, regulations, treaties, sanctions or other restrictions, or on behalf of any suspected terrorist or 
terrorist organization, suspected drug trafficker or senior foreign political figure(s) suspected in engaging in foreign 
corruption, the Company and/or such governmental agency may “freeze the assets” of such person or entity. The 
Company may also be required to report and remit or transfer those assets to a governmental agency. Any such action 
may harm the Company’s reputation and materially and adversely affect its business, financial condition and results of 
operations.  
 
Product Development and Rapid Technological Change 
 
The advent of internet-based digital money and payment solutions may erode established money markets resulting in a 
significant adverse effect upon the Company’s continued growth and profitability. The development of a cashless society 
has been impeded by factors such as issues respecting infrastructure, cultural resistance, distribution problems and 
patchwork regulations. The Company’s success could be seriously affected by a competitor’s ability to develop and 
market technologies that compete with the Company or with established money markets in general. To remain 
competitive, the Company must continue to enhance and improve the responsiveness, functionality and features of its 
technology and payment platform.  
 
The Internet and the e-commerce industry are characterized by rapid technological change, changes in user and customer 
requirements and preferences, frequent new product and service introductions embodying new technologies and the 
emergence of new industry standards and practices that could render the Company’s existing operations and proprietary 
technology and systems obsolete. The Company’s success will depend, in part, on its ability to develop leading 
technologies useful in its business, enhance its existing services, develop new services and technology that address the 
increasingly sophisticated and varied needs of its existing and prospective Users and respond to technological advances 
and emerging industry standards and practices on a cost-effective and timely basis. The development of Internet and 
other proprietary technology entails significant technical, financial and business risks. There can be no assurance that the 
Company will successfully implement new technologies or adapt its proprietary technology and transaction-processing 
systems to customer requirements or emerging industry standards. If the Company is unable to adapt in a timely manner, 
or at all, in response to changing market conditions or customer requirements for technical, legal, financial or other 
reasons, the Company’s business could be materially adversely affected.  
  



 

Many participants in the financial industry (including certain regulators) and other industries may oppose the 
development of products and services that utilize blockchain technology. The market participants who may oppose such 
products and services may include entities with significantly greater resources, including financial resources and political 
influence, than the Company has. The ability of the Company to operate and achieve its commercial goals could be 
adversely affected by any actions of any such market participants that result in additional regulatory requirements or 
other activities that make it more difficult for the Company to operate.  
 
As an alternative to currencies that are backed by central governments, Digital Currencies, which are relatively new, are 
subject to supply and demand forces. How such supply and demand will be impacted by geopolitical events is largely 
uncertain but could be harmful to the Company. Political or economic crises may motivate large-scale acquisitions or 
sales of cryptocurrencies either globally or locally. Such events could have a material adverse on our business, prospects 
or operations.  
 
Dependence on Technical Infrastructure 
 
The Company’s ability to attract, retain, and serve Users will be dependent upon the reliable performance of the CADT 
platform and the underlying technical infrastructure. The Company’s systems or those systems of third parties on which 
the Company relies or will rely, may not be adequately designed with the necessary reliability and redundancy to avoid 
performance delays or outages that could be harmful to the business. If the CADT platform is unavailable when Users 
attempt to access it, or if it does not load as quickly as they expect, Users may close their accounts. As the user base 
continues to grow, the Company will need an increasing amount of technical infrastructure, including network capacity, 
and computing power, to continue to satisfy the needs of Users. It is possible that the Company may fail to effectively 
scale and grow its technical infrastructure to accommodate these increased demands. In addition, the business is subject 
to interruptions, delays, or failures resulting from earthquakes, other natural disasters, terrorism, or other catastrophic 
events. Any disruption or failure in the services the Company receives from third party Internet or technology providers 
used to facilitate its business could harm the Company’s ability to handle existing or increased traffic and could 
significantly harm its business. Any financial or other difficulties these providers face may adversely affect the 
Company’s business, and the Company exercises little control over these providers, which increases vulnerability to 
problems with the services they provide.  
 
The success of blockchain technology-based products and services will depend on the continued development of a stable 
infrastructure, with the necessary speed, data capacity and security, and complementary products such as high-speed 
networking equipment for providing reliable internet access and services. Digital Assets have experienced, and are 
expected to continue to experience, significant growth in the number of Users and amount of content. There is no 
assurance that the relevant public infrastructure will continue to be able to support the demands placed on it by this 
continued growth or that the performance or reliability of blockchain technology will not be adversely affected by this 
continued growth. There is also no assurance that the infrastructure or complementary products or services necessary to 
make Digital Assets a viable product for their intended use will be developed in a timely manner, or that such 
development will not result in the requirement of incurring substantial costs to adapt to changing technologies. The 
failure of these technologies or platforms or their development could materially and adversely affect the Company’s 
business, financial condition and results of operation.  
 
CADT will be created, issued, transmitted, and stored according to protocols run within the BVC Chain. It is possible 
these protocols will have undiscovered flaws or could be subject to network scale attacks which could result in losses to 
the Company. Advancements in quantum computing could break the cryptographic rules of protocols which support 
CADT.  
 
  



 

Foreign Restrictions on Operations 
 
Foreign governments may restrict or block access to the CADT platform within their jurisdictions, or impose restrictions 
that may affect the accessibility of CADT in their country for an extended period of time or indefinitely. For example, 
some countries like South Africa limit the amount physical currency a resident is permitted to leave the country with, 
and others may impose restrictions on exchanging local currency into foreign currency (or other assets backed by foreign 
currency). In addition, foreign governments may seek to restrict access to CADT if they consider the Company’s business 
to be in violation of their laws. If access to CADT is restricted in whole or in part in one or more countries, or competitors 
are able to successfully penetrate geographic markets that the Company cannot access, the Company’s ability to retain 
or increase its user base and user engagement may be adversely affected, the Company may not be able to maintain or 
grow revenue as anticipated, and financial results could be adversely affected.  
 
Intellectual Property 
 
Proprietary rights are important to the Company’s success and its competitive position. Although the Company seeks to 
protect its proprietary rights, its actions may be inadequate to protect any trademarks and other proprietary rights or to 
prevent others from claiming violations of their trademarks and other proprietary rights. In addition, effective copyright 
and trademark protection may be unenforceable or limited in certain countries, and the global nature of the Internet makes 
it impossible to control the ultimate designation of the Company’s work. Any of these claims, with or without merit, 
could subject the Company to costly litigation and the diversion of the time and attention of its technical management 
personnel. If the protection of proprietary rights is inadequate to prevent unauthorized use or appropriation by third 
parties, the value of the Company’s brand and other intangible assets may be diminished and competitors may be able to 
more effectively mimic the Company’s service and methods of operations. Any of these events could have an adverse 
effect on the Company’s business and financial results.  
 
There is no certainty that the intellectual property used in the operation of the Company’s business does not infringe the 
rights of any other third party. The Company acquired the BVC Chain technology, its core blockchain technology, 
pursuant to the Hengwell Agreement (as subsequently replaced by the Development Agreement and the Maintenance 
Agreement), and such technology is from time to time improved upon and upgraded pursuant to the Maintenance 
Agreement. While the Development Agreement and the Maintenance Agreement include some assurances and 
protections in respect of ownership of intellectual property rights in the BVC Chain technology, and related technology, 
there is no certainty such technology does not infringe the rights of any other third party, or that Hengwell does not 
otherwise breach any provision contained in those agreements or otherwise challenge the Company’s ownership rights 
in the BVC Chain technology or any related technology. The Company did not perform any due diligence on Hengwell, 
or in respect of the BVC Chain technology to ensure it does not infringe the rights of any third party. See Item 3 - 
“General Development of the Business”. 
 
The intellectual property used in the operation of the Company’s business has not been patented and may not be 
patentable, and therefore it will rely significantly on trade secrets, trade and service marks and copyright. The Company 
also relies on trade secret protection and confidentiality agreements with its employees, consultants, suppliers, third-
party service providers, and others to protect its intellectual property and proprietary rights. Nevertheless, the steps the 
Company takes to protect its intellectual property and proprietary rights against infringement or other violation may be 
inadequate and it may experience difficulty in effectively limiting the unauthorized use of its patents, trade secrets, trade 
and service marks, copyright and other intellectual property and proprietary rights worldwide. The Company cannot 
guarantee that others will not independently develop technology with the same or similar function to any proprietary 
technology it relies on to conduct its business and differentiate itself from competitors.  
 
Pursuant to the Development Agreement, Hengwell developed the Company’s technology on behalf of the Company, 
and Hengwell continues to have access to the Company’s technology in connection with its role a service provider to the 
Company pursuant to the Maintenance Agreement. As a result, there is a risk that Hengwell wrongfully discloses or uses, 
or otherwise purports to transfer, sell or license the Company’s technical source code, technical files and other documents 
and proprietary information, thereby severely prejudicing the Company’s competitive position in the marketplace and 
negatively impacting the Company’s financial performance. There is a risk that Hengwell could disclose the Company’s 
business secrets which Hengwell acquired in the course of their business relationship to a third party, which could 
negatively impact the Company’s financial performance. There is a risk that Hengwell could compete with the Company 
in Canada or in international jurisdictions, which would have a materially adverse impact to the Company and its 
business.  



 

 
The Company could incur significant costs and management distraction in pursuing claims to enforce its intellectual 
property and proprietary rights through litigation, and defending any alleged counterclaims. If the Company is unable to 
protect or preserve the value of its patents, trade secrets, trade and service marks, copyright, or other intellectual property 
and proprietary rights for any reason, its brand and reputation could be damaged and its business, financial condition and 
results of operations could be materially adversely affected.  
 
Due to the fundamentally open-source nature of blockchain technology, the Company may not always be able to 
determine that it is using or accessing protected information or software. For example, there could be issued patents of 
which the Company is not aware that its products infringe. Moreover, patent applications are in some cases maintained 
in secrecy until patents are issued. The publication of discoveries in scientific or patent literature frequently occurs 
substantially later than the date on which the underlying discoveries were made and patent applications were filed. 
Because patents can take many years to issue, there may be currently pending applications of which the Company is 
unaware that may later result in issued patents that its products infringe.  
If one or more other persons, companies or organizations obtains a valid patent covering technology critical to the 
operation of the Company’s business, there can be no guarantee that such an entity would be willing to license such 
technology at acceptable prices or at all, which could have a material adverse effect on the Company’s business, financial 
condition and results of operations. Moreover, if for any reason the Company were to fail to comply with its obligations 
under an applicable license agreement, it may be unable to operate, which would also have a material adverse effect on 
the Company’s business, financial condition and results of operations.  
 
The Company could expend significant resources defending against patent infringement and other intellectual property 
right claims, which could require it to divert resources away from operations. Any damages the Company is required to 
pay or injunctions against its continued use of such intellectual property in resolution of such claims may cause a material 
adverse effect to its business, financial condition and results of operations.  
 
Government Regulation and Compliance 
 
The law and regulation surrounding the operation of the Company’s businesses with respect to CADT is unclear, 
uncertain, rapidly evolving and not assured to develop in a way that is favorable to the Company. As blockchain 
technology and Digital Currency have grown in popularity and in market size, governments, regulators and self-
regulators (including law enforcement and national security agencies) around the world are examining the operations of 
blockchain technology and Digital Currency issuers, users, investors and platforms. To the extent that any government 
or quasi-governmental agency exerts regulatory authority over the Digital Currency industry in general, the issuance of 
CADT, and trading and ownership of and transactions involving the purchase and sale or pledge of CADT, may be 
adversely affected, which could materially adversely affect the Company’s business, financial condition and results of 
operations. Staff of the Ontario Securities Commission have expressed the view that CADT alone, and or in connection 
with a User Agreement, may be considered to be a security and or a derivative under applicable securities laws. While 
no formal decision was made on the matter, to alleviate concerns, BVCI now assumes and conducts itself on the basis 
that CADT, either alone or in connection with a User Agreement, is a security and derivative for the purpose of 
compliance with the securities laws that would otherwise apply if CADT and or the User Agreement was in fact a security 
and a derivative. As a result, to allow BVCI to carry out its CADT related business, BVCI filed an application on June 
17, 2021 to obtain registration as an exempt market dealer in accordance with applicable securities laws in Ontario, 
Alberta, and British Columbia. Such application is pending, and there is no assurance that BVCI will obtain such 
registration. Unless and until BVCI is registered under applicable securities laws for purposes of carrying out its CADT 
related business, or BVCI is otherwise satisfied that it can conduct such business in compliance with all applicable 
securities laws, it intends to have all its CADT trading occur through a dealer (via the BVC Chain) that is registered in a 
category of registration under applicable securities laws which permits CADT to be traded through it. There is no 
assurance that any third party dealer will agree, or continue to agree on an ongoing basis, to act as a dealer in respect of 
its issuance on behalf of BVCI.  
 
  



 

The anticipated business activities of the Company may cause regulatory bodies to delay, or refuse to issue, licenses and 
qualifications to the Company that it would otherwise receive. There is a risk that the Company’s business, in whole or 
in part, could be outlawed in jurisdictions in which it seeks to do business, or subjected to laws which impose costly and 
onerous obligations which could materially affect the Company’s ability to expand its business and become profitable. 
For example, governments and other regulatory bodies may restrict or ban the use of Digital Currency in their country 
or by their residents as certain Digital Currencies, such as stablecoins, may, or may be perceived to, adversely impact a 
governments ability to implement monetary policies intended to preserve the value of its money.  
 
The Company’s services are subject to a wide range of laws and regulations intended to help detect and prevent money 
laundering, terrorist financing, fraud and other illicit activity. The interpretation of those requirements by judges, 
regulatory bodies and enforcement agencies is changing, often quickly and with little notice. Economic and trade 
sanctions programs that are administered by the Department of Foreign Affairs, Trade, and Development prohibit or 
restrict transactions to or from or dealings with specified countries, their governments, and in certain circumstances, with 
individuals and entities that are specially designated nationals of those countries, narcotics traffickers and terrorists or 
terrorist organizations. As regulatory scrutiny and enforcement action in these areas increase, the Company expects its 
costs to comply with these requirements will increase, perhaps substantially. Failure to comply with any of these 
requirements could result in the limitation, suspension or termination of the Company’s services, the seizure and/or 
forfeiture of the Company’s assets and/or the imposition of civil and criminal penalties, including fines. the Company’s 
senior management have limited experience dealing with regulatory requirements in relation to Digital Assets. 
 
The Company is subject to Canadian and foreign laws and regulations that affect companies conducting business on the 
Internet, which regulate user privacy, data protection, content, intellectual property, distribution, electronic contracts and 
other communications, competition, consumer protection and taxation. In particular, the Company is subject to federal, 
provincial, and foreign laws regarding privacy and protection of user data. Foreign data protection, privacy, and other 
laws and regulations are often more restrictive than those in Canada. Existing and proposed laws and regulations can be 
costly to comply with and can delay or impede the development of new products, increase operating costs, require 
significant management time and attention, and subject the Company to claims or other remedies, including fines or 
demands that the Company modify or cease existing business practices.  
 
The Company is registered with FINTRAC and is subject to regulatory oversight and enforcement by FINTRAC. In the 
event that registration and reporting requirements under PCMLTFA change, the Company may become subject to more 
onerous reporting, recordkeeping and anti-money laundering provisions of the PCMLTFA. Any non-compliance with 
anti-laundering or reporting procedures could result in significant financial penalties and the possibility of criminal 
prosecution. The foregoing laws and regulations are constantly evolving, unclear and inconsistent across various 
jurisdictions, making compliance challenging. Many of these laws are still evolving and being tested in the courts, and 
could be interpreted in ways that could harm the Company’s business. If the Company fails to update its compliance 
systems to reflect legislative or regulatory developments, the Company could incur penalties. New legislation, changes 
in laws or regulations, implementing rules and regulations, litigation, court rulings, changes in industry practices or 
standards, changes in systems rules or requirements or other similar events could expose the Company to increased 
compliance costs, liability, reputational damage, and could reduce the market value of the Company’s services or render 
them less profitable or obsolete. Responding to inquiries, investigations, audits, lawsuits and proceedings, regardless of 
the ultimate outcome of the matter, is time-consuming and expensive and can divert the attention of senior management. 
The outcome of such proceedings may be difficult to predict or estimate until late in the proceedings, which may last a 
number of years.  
 
Money transfers are regulated by provincial, federal and foreign governments. The Company and the Custodian are 
subject to an extensive set of legal and regulatory requirements. The Company’s international operations may become 
subject to licensing requirements. If federal, state, provincial or foreign regulators were to take actions that interfere with 
the Company’s ability to reliably effect payment transfers, hold (indirectly through the Custodian) Canadian currency on 
behalf of customers, or limit or prohibit the Company or payment services partners from transferring or transacting in 
Canadian currency, this could harm the Company’s business. If the Company is prevented from transferring or 
transacting in Canadian currency from particular jurisdictions that are significant to its business, it could harm the 
Company’s business and results of operations.  
 
The regulatory risks described above may be greater for companies in the blockchain industry as it is relatively new and 
clients, counterparties and regulators are expected to need significant education to understand the mechanics of products 
and services that rely on blockchain technology.  



 

Personal Information and Privacy Laws 
 
The Company receives, transmits, and stores confidential personal information and other customer data in connection 
with its services, including, bank account numbers, credit and debit card information, identification numbers, addresses, 
telephone numbers, and images of government identification, and information relating to financial transactions. These 
activities are subject to the laws and regulations of Canada and other jurisdictions. The requirements imposed by these 
laws and regulations, which often differ materially among the many jurisdictions where the Company intends to offer 
service, are designed to protect the privacy of personal information and to prevent that information from being 
inappropriately disclosed.  
 
The Company is required to comply with the privacy provisions the Freedom of Information and Protection of Privacy 
Act (Ontario). There are also numerous other federal, provincial and local laws around the world regarding privacy and 
the storing, sharing, use, processing, disclosure and protection of personal information and other customer data, the scope 
of which are changing, subject to differing interpretations, and may be inconsistent between countries or conflict with 
other applicable rules. It is possible that these obligations may be interpreted and applied in a manner that is inconsistent 
from one jurisdiction to another and may conflict with other rules or the Company’s business practices. Additionally, 
with advances in computer capabilities and data protection requirements to address ongoing threats, the Company may 
be required to expend significant capital and other resources to protect against potential security breaches or to alleviate 
problems caused by security breaches. Any failure or perceived failure by the Company to comply with its privacy 
policies, privacy-related obligations to customers or other third parties, or privacy-related legal obligations, or any 
compromise of security that results in the unauthorized release or transfer of personally identifiable information or other 
customer data, may result in governmental enforcement actions, fines or litigation.  
 
If any third parties with whom the Company works, such as marketing partners, vendors or developers, violate applicable 
laws or the Company’s policies, such violations may put the Company’s customers’ information at risk and could harm 
the Company’s business. Any negative publicity arising out of a data breach or failure to comply with applicable privacy 
requirements could cause reputational damage and cause customers to lose trust in the Company, which could adversely 
affect the Company’s business, results of operations, financial position and potential for growth.  
 
Cybersecurity Risks 
 
Cybersecurity incidents and cyber-attacks have been occurring globally at a more frequent and severe level and will 
likely continue to increase in frequency in the future. Advances in computer capabilities, new discoveries in the field of 
cryptography or other events or developments, including improper acts by third parties, may result in a compromise or 
breach of the security measures that the Company uses to protect its systems. Failures of the Company’s cybersecurity 
system could harm its reputation, subject it to legal claims and otherwise materially and adversely affect its business, 
financial condition and results of operations.  
 
The blockchain industry is a particular target for cybersecurity incidents, which may occur through intentional or 
unintentional acts by individuals or groups, including state-sponsored actors, having authorized or unauthorized access 
to the Company’s systems or the Company’s clients’ or counterparties’ information, all of which may include 
confidential information. These individuals or groups include employees, third-party service providers, customers and 
hackers. The information and technology systems used by the Company and its service providers are vulnerable to 
unauthorized access, damage or interruption from, among other things: hacking, ransomware, malware and other 
computer viruses; denial of service attacks; network failures; computer and telecommunication failures; phishing attacks; 
infiltration by unauthorized persons; fraud; security breaches; usage errors by their respective professionals; power 
outages; terrorism; and catastrophic events such as fires, tornadoes, floods, hurricanes and earthquakes. Recently, the 
cryptocurrency exchange industry has become a significant target for fraud.  
 
  



 

While the Company will deploy a range of defenses, it is possible the Company could suffer an impact or disruption that 
could materially and adversely affect it. The security of the information and technology systems used by the Company 
and its service providers may continue to be subjected to cybersecurity threats that could result in material failures or 
disruptions in the Company’s business. If these systems are compromised, become inoperable for extended periods of 
time or cease to function properly, the Company or a service provider may have to make a significant investment to fix 
or replace them. As a company whose material business include financial services, the Company has and will continue 
to have access to sensitive, confidential information of clients and counterparties which makes the cybersecurity risks 
identified above more important than they may be to other non-financial services companies.  
 
The Company relies on a variety of technologies to provide security to its systems. Despite the implementation of network 
security measures, the Company’s infrastructure is potentially vulnerable to computer break-ins and similar disruptive 
problems. The Company could also suffer from an internal security breach. Computer viruses, break-ins or other security 
problems could lead to misappropriation of proprietary information and interruptions, delays or cessation in service to 
the Company Users. If a third party or employee were to misappropriate, misplace or lose corporate information, 
including financial and account information, customers’ personal information, or source code, the Company’s business 
may be harmed. The Company may be required to expend significant capital and other resources to protect against these 
security breaches or losses or to alleviate problems caused by these breaches or losses. If third parties gain improper 
access to the Company’s systems or databases or those of the Company’s partners or contractors, they may be able to 
steal, publish, delete or modify confidential customer information. A security breach could expose the Company to 
monetary liability, lead to inquiries and fines or penalties from regulatory or governmental authorities, lead to 
reputational harm and make Users less confident in the Company’s services, which could harm the Company’s business, 
financial condition and results of operations.  
 
Risk of System Failure or Inadequacy 
 
The Company’s operations are dependent on its ability to maintain its equipment in effective working order and to protect 
its systems against damage from fire, natural disaster, power loss, telecommunications failure or similar events. In 
addition, the growth of the Company’s customer base may strain or exceed the capacity of its computer and 
telecommunications systems and lead to degradations in performance or systems failure. The Company may in the future 
experience failure of its information systems which may result in decreased levels of service delivery or interruptions in 
service to its Users. While the Company continually reviews and seeks to upgrade its technical infrastructure and provides 
for certain system redundancies and backup power to limit the likelihood of systems overload or failure, any damage, 
failure or delay that causes interruptions in the Company’s operations could have a material and adverse effect on the 
Company’s business. All of the Company’s applications are hosted by external service providers. Any failure on the part 
of those external service providers to maintain their equipment in good working order and to prevent system disruptions 
could have a material and adverse effect on the Company’s business.  
 
Loss of Private Key 
 
CADT will be controllable only by the possessor of the private key or keys relating to the “digital wallet” in which the 
CADT is held. Private keys must be safeguarded and kept private in order to prevent a third party from accessing the 
CADT while held in such wallet. To the extent a private key is lost, destroyed or otherwise compromised by the Company 
or another digital party and no backup of the private key is accessible, the Company will be unable to access the CADT 
held in the related digital wallet. Any loss of private keys relating to digital wallets used to store CADT held by the 
Company from time to time could adversely affect its business, financial condition and results of operations. If any such 
CADT is lost, stolen or destroyed under circumstances rendering a party liable to the Company, the responsible party 
may not have the financial resources sufficient to satisfy the Company’s claims.  
 
  



 

Risks Associated with Market Expansion and Growth 
 
The Company’s opportunities to expand its operations into new markets abroad by increasing the number of eligible 
countries from which Users may open and transact using CADT may be limited. Any future expansion into new markets 
could place the Company in unfamiliar competitive environments and involve various risks, including incurring losses 
or failing to comply with applicable laws and regulations. Such expansion would also require significant resources and 
management time, and there is no guarantee that, after expending such resources and time, the Company would receive 
the necessary approvals to operate in such new markets. If the Company were granted authority to operate in such new 
markets, it is possible that returns on such investments would not be achieved for several years, if at all. There is no 
guarantee that the Company’s business model will be successful in a new market, that the Company could maintain 
acceptable profit margins in any such new market, or that international expansion would help grow the Company’s 
business. If the Company is unable to successfully expand operations into new markets, future growth rates may be 
harmed.  
 
As the Company grows its business, its employee headcount and the scope and complexity of its business may increase 
dramatically. The Company only has a limited operating history at its current scale and its management team does not 
have substantial tenure working together. Consequently, if the Company’s business grows at a rapid pace, it may 
experience difficulties maintaining this growth and building the appropriate processes and controls. Growth may increase 
the strain on resources, cause operating difficulties, including difficulties in sourcing, logistics, maintaining internal 
controls, marketing, designing products and services and meeting customer needs. 
 
In addition, the Company may seek to run more than one business line and, while these business lines are anticipated to 
be complimentary, there can be no assurance that the Company will be able to effectively deliver internal or external 
resources effectively to each business line as and when needed, particularly when multiple business lines are experiencing 
high levels of need at the same time. Finally, some or many of the Company’s business lines are or are expected to be 
interlinked. Delays or the inability to roll out products in one business line may pose corresponding issues in other 
business lines.  
 
If the Company does not adapt to meet these challenges, it could have a material adverse effect on its business, financial 
condition and results of operations.  
 
Use of the Company’s Services for Improper or Illegal Purposes 
 
The Company’s services remain susceptible to potentially illegal or improper uses as criminals are using increasingly 
sophisticated methods to engage in illegal activities involving Internet services and payment providers. Because the 
Company’s customers will be able to transfer CADT, and money using bank accounts via the Internet, and these are not 
face-to-face transactions, these transactions involve a greater risk of fraud. Other illegal or improper uses of CADT and 
the Company’s services may include money laundering, terrorist financing, drug trafficking, human trafficking, illegal 
online gaming, and other online scams, illegal sexually-oriented services, prohibited sales of pharmaceuticals, fraudulent 
sale of goods or services, piracy of software, movies, music and other copyrighted or trademarked goods, unauthorized 
uses of bank accounts and similar misconduct. Users of CADT and the Company’s services may also encourage, promote, 
facilitate or instruct others to engage in illegal activities. If the measures the Company takes are too restrictive and 
inadvertently screen proper transactions, this could diminish the Company’s customer experience which could harm the 
Company’s business. Despite the Company’s efforts, there can be no assurance that measures taken by the Company will 
stop all illegal or improper uses of CADT and the Company’s services. The Company’s business could be harmed if 
customers use CADT or the Company’s services for illegal or improper purposes.  
 
The use of Digital Assets for illegal purposes, or the perception of such use, even if such use does not involve the 
Company’s services or products, could result in significant damage to the Company’s reputation, damage to the 
reputation of Digital Assets and a loss of confidence in the services provided by the blockchain technology community 
as a whole.  
 
  



 

Risk of Theft and Misconduct 
 
The Canadian dollars exchanged in consideration of the purchase of CADT will be held by the Custodian, who, as part 
of its daily business, faces the risk of theft and employee dishonesty. Of particular concern are circumstances where 
employees could collude with customers to engage in theft by evasion of internal and other controls and cause damage 
which may not be predictable or within the terms of existing insurance coverage.  
 
There is a risk that an employee of, or contractor to, the Company or any of its affiliates could engage in misconduct that 
adversely affects the Company’s business. It is not always possible to deter such misconduct, and the precautions the 
Company takes to detect and prevent such misconduct may not be effective in all cases. Misconduct by an employee of, 
or contractor to, the Company or any of its affiliates, or even unsubstantiated allegations of such misconduct, could result 
in direct financial harm to the Company.  
 
Litigation Risk 
 
As an enterprise whose primary business line is considered a financial service, the Company depends to a significant 
extent on its relationships with its clients and its reputation for integrity and high-caliber professional services. As a 
result, if a client is not satisfied with the Company’s services or if there are allegations of improper conduct, including 
improper conduct by any of the Company’s partners, by private litigants or regulators, whether the ultimate outcome is 
favorable or unfavorable to the Company, it may harm the Company’s reputation and may be more damaging to the 
Company than to businesses in other nonfinancial industries.  
 
Customer Complaints and Negative Publicity 
 
Customer complaints or negative publicity about the Company’s services could diminish consumer confidence in the 
Company, which could lead to a reduced use of the Company’s services. Breaches of customers’ privacy and security 
measures could have the same effect. The Company may take measures to combat risks of fraud and breaches of privacy 
and security such as cancelling customer transactions or closing customer accounts that may damage relations with the 
Company’s customers. These measures heighten the need for prompt and accurate customer service to resolve 
irregularities and disputes. Effective customer service will require significant personnel expense, and this expense, if not 
managed properly, could impact the Company’s profitability. Any inability to manage or train customer service 
representatives properly could compromise the Company’s ability to handle customer complaints effectively. If the 
Company does not handle customer complaints effectively, its reputation may be harmed and the Company may lose its 
customers’ confidence.  
 
Reliance on Key Personnel 
 
The Company currently has a small senior management group, which is sufficient for the Company’s present level of 
activity. The Company’s future growth and its ability to develop depend, to a significant extent, on its ability to attract 
and retain highly qualified personnel. The Company relies on a limited number of key employees, consultants and 
members of senior management and there is no assurance that the Company will be able to retain such key employees, 
consultants and senior management. The loss of one or more of such key employees, consultants or members of senior 
management, if not replaced, could have a material adverse effect on the Company’s business, financial condition and 
prospects. The development of the Company is dependent upon its ability to attract and retain key personnel, particularly 
the services of Richard Zhou. See Item 13 – “Directors and Officers”. The loss of Mr. Richard Zhou’s services could 
have a materially adverse impact on the business of the Company. There can be no assurance that the Company can 
attract and train qualified personnel in the future. To operate successfully and manage its potential future growth, the 
Company must attract and retain highly qualified managerial and financial personnel. The Company faces intense 
competition for qualified personnel in these areas. If the Company is unable to hire and retain additional qualified 
personnel in the future to develop its business, then its financial condition and operating results could be adversely 
affected.  
 
  



 

Reliance on Third-Party Service Providers 
 
CADT will be anchored by Canadian dollars stored by the Custodian in the Custodial Account. Any failure by the 
Custodian to properly secure the Canadian dollars backing the CADT, resulting in part or all of the Canadian dollar 
backing the CADT being lost, damaged or stolen, or access to such money being restricted, whether by natural events 
(such as an earthquake) or human actions (such as a terrorist attack), could result in a decrease in the value of the CADT, 
which could expose the Company to liability and reputational harm and seriously curtail the utilization of the CADT 
which could have a material adverse effect on our business, financial condition, or results of operations.  
 
The Company’s operations could be interrupted or disrupted if the Company’s third-party service providers, or even the 
vendors of such third-party service providers, experience operational or other systems difficulties, terminate their service, 
fail to comply with regulations or raise their prices. The Company may also suffer the consequences of such third-party 
providers’ mistakes. The Company outsources some of its operational activities and accordingly depends on relationships 
with many third-party service providers. For example, the Company relies on third parties for certain services, including 
anti-money laundering and counter-terrorist financing software. The failure or capacity restraints of third-party services, 
a cybersecurity breach involving any third-party service providers or the termination or change in terms or price of a 
third-party software license or service agreement on which the Company relies could interrupt the Company’s operations. 
Replacing third-party service providers or addressing other issues with the Company’s third-party service providers could 
entail significant delay, expense and disruption of service. As a result, if these third-party service providers experience 
difficulties, are subject to cybersecurity breaches, terminate their services or raise their prices, and the Company is unable 
to replace them with other service providers, particularly on a timely basis, the Company’s operations could be 
interrupted. If an interruption were to continue for a significant period, the Company’s business, financial condition and 
results of operations could be adversely affected. Even if the Company can replace third-party providers, it may be at a 
higher cost to the Company, which could also adversely affect the Company’s business, financial condition and results 
of operations.  
 
The Company is dependent on Hengwell providing the Company software maintenance and support on a 24- hour, 7 day 
a week basis pursuant to the Maintenance Agreement. See Item 3 - “General Development of the Business - Maintenance 
Agreement”. In the event the Maintenance Agreement is terminated or Hengwell refuses to provide any or all of the 
services contemplated therein, there is a risk the Company is unable to find a suitable alternative service provider that 
will provide the same services on the same or similar terms, which may result in the Company paying higher fees for 
those services. Further, finding a suitable replacement may cause delays with the Company’s business, both in terms of 
finding the replacement and transitioning to that service provider, any of which could negatively impact the Company’s 
business and revenue.  
 
While the Company has obtained banking services with the Custodian there is no assurance the Custodian will continue 
to provide banking services, or that replacement banking services could be obtained. A number of companies that provide 
blockchain technology-related products and services have been unable to find banks that are willing to provide them with 
bank accounts and banking services. Similarly, a number of such companies have had their existing bank accounts closed 
by their banks. Banks may refuse to provide bank accounts and other banking services to blockchain technology-related 
companies, including the Company, for a number of reasons, such as perceived compliance risks or costs. Similarly, 
continued general banking difficulties may decrease the utility or value of Digital Assets or harm public perception of 
those assets. In addition to banks, other third-party service providers including accountants, lawyers and insurance 
providers may also decline to provide services to companies engaged in blockchain technology-related businesses 
because of the perceived risk profile associated with such businesses or the lack of regulatory certainty. The failure of 
blockchain technology-related businesses to be banked or obtain services could materially and adversely affect the 
Company’s business, financial condition and results of operation.  
 
  



 

BVCI has contracted the services of KVB pursuant to the Dealer Services Agreement for purposes of issuing CADT 
through KVB in reliance on an exemption from the dealer registration requirement under applicable securities laws. As 
BVCI is not currently registered as a dealer under applicable securities laws for purposes of selling CADT, it will be 
substantially dependent on KVB for purposes of selling CADT and otherwise pursuing its proposed CADT related 
business. In the event KVB terminates the Dealer Services Agreement, or the conditions to the issuance of CADT 
provided for in the Dealer Services Agreement are not satisfied, BVCI would not be able to pursue its CADT business 
any further, unless or until it is registered under applicable securities laws in a category that permits the sale of CADT, 
or an alternative third-party registered as a dealer in a category that permits it to sell CADT is secured. There is no 
assurance that BVCI’s dealer registration application will be successful or that it would be able to secure such a third 
party dealer should KVB terminate the Dealer Services Agreement or the conditions provided therein not be satisfied.  
 
Pursuant to the Dealer Services Agreement, BVCI must develop the KVB Wallet (based on proprietary BvcPay 
technology), in a manner that ensures that the KVB Wallet (based on proprietary BvcPay technology), functions well for 
purposes of compliance with applicable securities laws. As the obligations of a dealer under applicable securities laws 
are onerous and complex, the KVB Wallet (based on proprietary BvcPay technology), must have adequate functions to 
allow KVB to fulfil certain of its obligations as a dealer under such laws where the more traditional processes of a dealer 
would unduly hinder the usability of CADT and the KVB Wallet (based on proprietary BvcPay technology),. In 
particular, there is no assurance the KVB Wallet (based on proprietary BvcPay technology), can be developed in a manner 
that allows KVB to satisfy all of its obligations to prospective users of CADT (such a “know-your client” (KYC) and 
investment “suitability” obligations) while still allowing those users to use CADT as a means to settle transactions in 
near real time. As KVB is regulated as a dealer by the securities regulators and regulatory authorities in all jurisdictions 
in which BVCI proposes to operate its CADT related business, such regulators and regulatory authorities will have to be 
satisfied with the manner in which the KVB Wallet (based on proprietary BvcPay technology), operates to the extent 
applicable to securities laws, and there is no assurance in this regard.  
 
Competition 
 
The Company faces competition from established competitors, and also from competitors using alternative technologies. 
While the market for Digital Assets, including technologies backed by fiat currency or other commodities is highly 
fragmented, there exists little in the way of barriers to entry to this type of business, and the Company anticipates that 
such barriers to entry will become lower in the future. The Company therefore believes that it must continue to develop 
new products and services and introduce enhancements to its existing products and services in a timely manner if it is to 
remain competitive. Even if the Company introduces new and enhanced products and services, it may not be able to 
compete effectively because of the significantly greater financial, technical, marketing and other resources available to 
some of its competitors. As the markets for the Company’s products and services expand, additional competition may 
emerge and competitors may commit more resources to competitive products and services. There can be no assurance 
that the Company will be able to compete successfully in these circumstances. Some of the Company’s current and 
potential competitors have significantly greater resources and better competitive positions in certain markets than the 
Company. These factors may allow competitors to respond more effectively than the Company to new or emerging 
technologies and changes in market requirements. Competitors may develop products, features, or services that are 
similar to those of the Company or that achieve greater market acceptance, may undertake more far-reaching and 
successful product development efforts or marketing campaigns, or may adopt more aggressive pricing policies. In 
addition, certain competitors could use strong or dominant positions in one or more markets to gain competitive 
advantage against the Company in areas where it operates. As a result, competitors may acquire and engage Users at the 
expense of the growth or engagement of the Company’s user base, which may negatively affect its business and financial 
results.  
 
Global Economic and Financial Market Conditions 
 
Market events and conditions, including disruption in the Canadian, U.S. and international credit markets and other 
financial systems and the deterioration of Canadian, U.S. and global economic and financial market conditions, could, 
among other things, impact currency trading and impede access to capital or increase the cost of capital, which would 
have an adverse effect on the Company’s ability to fund its working capital and other capital requirements. Market 
disruptions could, among other things, make it more difficult for the Company to obtain, or increase its cost of obtaining, 
capital and financing for its operations. The Company’s access to additional capital may not be available on terms 
acceptable to the Company or at all.  
 



 

Force Majeure Risks 
 
The Company may be affected by events beyond its control, including acts of nature, fires, floods, earthquakes, outbreaks 
of an infectious disease, pandemic or any other serious public health concern, war, terrorism, civil unrest, change in 
overall legal framework and labor strikes. Some such events may adversely affect the ability of the Company or a 
counterparty to the Company to perform its obligations. In addition, the cost to the Company of repairing or replacing 
its damaged reputation or assets as a result of such an event could be considerable. Certain events such as war or an 
outbreak of an infectious disease could have a broader negative impact on the world economy and international business 
activity generally, or in any location in which the Company may invest or conduct its business specifically. 
 
Market Price of Common Shares 
 
Securities of micro-cap and small-cap companies have experienced substantial volatility in the past, often based on 
factors unrelated to the financial performance or prospects of the companies involved. These factors include 
macroeconomic developments in North America and globally, and market perceptions of the attractiveness of particular 
industries. The price of the Company Common Shares is also likely to be significantly affected by the rapid technological 
changes affecting the crypto-currency market, or changes in the Company’s financial condition or results of operations 
as reflected in its quarterly earnings reports. Other factors unrelated to the Company’s performance that may have an 
effect on the price of the Company Common Shares include the following: the extent of analytical coverage available to 
investors concerning the Company’s business may be limited if investment banks with research capabilities do not follow 
the Company’s securities; naked short selling; lessening in trading volume and general market interest in the Company’s 
securities may affect an investor’s ability to trade significant numbers of Issuer Common Shares; the size of the 
Company’s public float may limit the ability of some institutions to invest in the Company’s securities; and a substantial 
decline in the price of the Company Common Shares that persists for a significant period of time could cause the 
Company’s securities, if listed on an exchange, to be delisted from such exchange, further reducing market liquidity. As 
a result of any of these factors, the price of the Company Common Shares at any given point in time may not accurately 
reflect the Company’s long-term value.  
 
Dividend Policy 
 
No cash dividends on the Company Common Shares have been paid by the Company to date. Payment of any future 
dividends will be at the discretion of the Company Board after taking into account many factors, including the Company’s 
operating results, financial condition and current and anticipated cash needs.  
 
Control of the Company 
 
Richard Zhou, the President, Chief Executive Officer and Chairperson of the Company, is the principal shareholder of 
the Company and a promoter of the Company. As of the date hereof, Mr. Zhou beneficially owns 14,977,438 Issuer 
Common Shares, representing approximately 61.36% of the issued and outstanding Issuer Common Shares. See Item 12 
– “Principal Shareholders” and Item 13 – “Directors and Officers”. By virtue of his status as the principal shareholder of 
the Company, and by being a director and officer of the Company, Mr. Zhou has the power to exercise control over all 
matters requiring shareholder approval, including the election of directors, amendments to the Company’s articles and 
by-laws, mergers, business combinations and the sale of substantially all of the Company’s assets. As a result, the 
Company could be prevented from entering into transactions that could be beneficial to the Company or its other 
shareholders. Also, third parties could be discouraged from making a take-over bid. As well, sales by Mr. Zhou of a 
substantial number of Issuer Common Shares could cause the market price of the Company Common Shares to decline. 
All of the Company Common Shares owned by Mr. Zhou will be escrowed in accordance with the policies of the 
Exchange. See Item 11 – “Escrowed Securities and Securities Subject to Restriction on Transfer”.  
 
  



 

Uninsurable Risks 
 
The operations of the Company are subject to risks associated with settling CADT transactions in an accurate and secure 
manner, as well as the depositing with and holding of Canadian money through the Custodian, and any and all legal 
liability associated with these dealing or with the Company’s internet technology business generally. It is not always 
possible to obtain insurance against all such risks and neither the Company nor the Custodian insures the Canadian 
dollars held on behalf of the Company’s customers. The Custodian is not required to hold any insurance for the benefit 
of the Company or its Users. As custodian, the Custodian maintains insurance through third party insurance providers 
on such terms and conditions as it considers appropriate. While the Company may in the future obtain insurance against 
certain risks in such amounts as it considers adequate, the nature of these risks are such that liabilities could exceed policy 
limits or be excluded from coverage. The potential costs that could be associated with any liabilities not covered by 
insurance or in excess of insurance coverage may cause substantial delays and require significant capital outlays, thereby 
adversely affecting the Company’s business and financial condition.  
 
Even if BCVI obtains insurance for certain potential liabilities in the future, such insurance will not cover all types and 
amounts of potential liabilities and is subject to various exclusions as well as caps on amounts refundable. Even if the 
Company believes a claim is covered by insurance, insurers may dispute the Company’s entitlement for a variety of 
different reasons, which may affect the timing and, if the insurers prevail, the amount of the Company’s recovery. Any 
claims or litigation, even if fully indemnified or insured, could damage the Company’s reputation and make it more 
difficult to compete effectively or to obtain adequate insurance in the future. 
 
Additional Information 
 
Additional information about the Company is available on SEDAR at www.sedar.com and at the Company’s website at 
https://www.bvcadt.com/ 
 
 

http://www.sedar.com/
https://www.bvcadt.com/
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